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This work addresses the pressing issue of ensuring reliable information protection amidst
increasing data volumes and rising numbers of cyber threats. Traditional cryptographic
systems, while generally reliable, may prove vulnerable to new types of attacks, especially
quantum ones. This highlights the need for exploring and researching more resilient
encryption methods. The work proposes a hybrid cryptosystem that combines the McEliece
system with the RSA encryption algorithm. This approach leverages the advantages of both
methods: the high security level of RSA, based on the difficulty of factoring large numbers,
and the resilience of McEliece to quantum attacks due to the complexity of decoding
arbitrary linear codes. A distinctive feature of the proposed hybrid system is the use of
Galois fields GF(p) for all operations, which provides an additional layer of protection and
flexibility compared to traditional systems based on binary numeral systems. The
integration of two asymmetric cryptographic algorithms, whose resilience is based on
solving different mathematical problems, enhances the reliability and security of the
proposed system. The use of a common parameter # for key generation also simplifies key
management and expands the key space by a factor of n. This solution combines error
protection with cryptographic security, making it a powerful tool for data protection in
environments with potentially unreliable communication channels. The research conducted
as part of this work focuses on analyzing the effectiveness and security of the proposed
hybrid cryptosystem. Special attention is given to characteristics such as relative
information transmission speed, ciphertext length, key size, and resistance to cryptanalysis.
The results demonstrate the advantages of the hybrid system compared to using each
algorithm individually. The findings could form the basis for further development of
cryptographic methods for information protection in the face of modern threats.

Keywords: McEliece cryptosystem, RSA encryption algorithm, finite fields of Galois,
hybrid cryptosystem, resistance to cryptanalysis.

Introduction. The modern world is increasingly reliant on robust information protection
methods that ensure data confidentiality, integrity, and authenticity. With the development of
digital technologies and the increase in data volumes transmitted through open
communication channels, there is a need to improve existing cryptographic systems. One
promising direction in cryptography that can provide the necessary level of security with
enhanced efficiency is hybrid systems that combine the advantages of different encryption
algorithms.

Traditional cryptographic systems can be vulnerable to new types of attacks,
necessitating the development of more resilient encryption methods. Furthermore, many
existing encryption algorithms are considered vulnerable to quantum computers. Therefore,
researching and developing cryptographic methods that are resistant to both classical and
quantum cryptanalysis is a pressing task. The solution to this problem is possible through the
integration of the McEliece code-based cryptosystem and the asymmetric RSA encryption
algorithm, which allows for the creation of more robust, flexible, and efficient cryptographic
solutions that meet modern information protection requirements.

In particular, the combination of RSA and the McEliece cryptosystem using Galois
fields GF'(p) and arithmetic operations in these fields is a promising approach that allows the
advantages of both methods to be combined, enhancing encryption efficiency and resilience.
McEliece, due to its resistance to quantum attacks, and RSA, based on the complexity of
factoring large numbers, form the basis for an effective hybrid cryptosystem.
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Analysis of research and publications. Compliance with data protection standards requires
the implementation of the most advanced encryption methods, driving the research and
adoption of new cryptographic techniques. The use of open communication channels for
transmitting confidential information, storing data in digital environments, the increase in
cyber-attacks, and information misuse create additional requirements for data security. Hybrid
cryptosystems, which combine the robustness and efficiency of various encryption
algorithms, can offer optimal solutions for enhancing security and efficiency under these
conditions.

The security of most widely used cryptosystems is based on the difficulty of solving
specific mathematical problems, such as the factorization of large numbers, discrete
logarithms, the use of cryptographic hash functions, lattice-based methods, and others [1-4].
Code-based cryptosystems have limited practical application due to implementation
complexity and key sizes. However, given the capabilities of quantum computers, particularly
their computational speed, these cryptosystems represent a promising and rapidly developing
field [5-8].

The potential applications and development of hybrid cryptographic systems are one
of the important areas of research [9-11]. Traditional encryption methods, although quite
reliable, can become vulnerable to new types of attacks. Hybrid cryptosystems provide greater
resilience and information security by leveraging the strengths of traditional methods while
compensating for their weaknesses. This underscores the necessity of exploring and
researching alternative and hybrid cryptographic systems.

One of the most studied cryptographic systems is the McEliece scheme, based on
error-correcting codes [12-17]. It is known for its ability to control and correct errors in the
channel and its resistance to attacks. The system is based on an encryption method that uses
matrix multiplication to create keys. The main idea is to use linear codes for encryption,
where the generating matrix of the code G is multiplied with random matrices S and P, which
form the secret key G, to create the public key. This approach ensures data security based on
the properties of linear codes and the complexity of recovering the secret key. Decoding
requires the use of complex algorithms, the complexity of which grows exponentially with the
key size. This problem is considered NP-complete, as there is no efficient algorithm that can
find a solution in polynomial time. This makes McEliece resistant to many classical
cryptanalysis methods, including potential attacks using quantum computers.

An analysis of the sources allows us to conclude that the search for new data
protection methods in the context of post-quantum cryptography, which is based on new
mathematical constructions such as code superpositions, is becoming a relevant alternative for
future information security.

Typically, hybrid cryptosystems combine the efficiency of symmetric encryption with
the security of asymmetric encryption [18-20]. These systems use the best characteristics of
both methods to protect data exchange over potentially insecure channels. Combining two
encryption approaches, based on different mathematical problems and methods, will provide a
higher level of security. Specifically, McEliece uses encoding based on linear codes, while
RSA employs asymmetric encryption based on the difficulty of factoring large numbers into
primes. The security of RSA may be threatened by the development of quantum computers,
whereas McEliece is considered a post-quantum system. The complexity of decrypting both
cryptographic systems grows exponentially relative to the key length, which is considered an
NP-hard problem.

The combination of the McEliece cryptosystem and the RSA encryption algorithm
demonstrates significant potential for ensuring a high level of security in modern cyber threat
conditions, as each of these algorithms has its unique advantages: McEliece's resistance to
quantum computing and RSA's resistance to classical attacks. The use of characteristics and
operations in the Galois field GF(p) further enhances the efficiency and security of the hybrid
system. This approach will provide an additional level of cryptographic protection for use in
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information security systems and represents a promising direction for research.

The aim of this work is to enhance the reliability of data encryption systems by
integrating algorithms whose robustness is based on solving different mathematical problems.
Hybrid Asymmetric Cryptosystem. The proposed hybrid asymmetric cryptosystem is based
on the principles of data encoding according to the McEliece scheme using the algebraic
structures of Galois fields GF(p) and the RSA encryption algorithm. The modified McEliece
cryptosystem in GF'(p) includes the following steps [12]:

1. Key Generation. Selection of the Generating Matrix G. The dimension of G
corresponds to the length of the codeword rxn, where n = k + r, k is the number of
information symbols, and 7 is the number of check symbols. An n xn permutation matrix P is
used to reorder the symbols in the codeword. A kxk secret matrix S is chosen from the
elements of GF(p) and is used for additional mixing of the message symbols before encoding
them. The public key G'is computed as follows:

G' = SGP.

2. Encoding the original message m by transforming it into the codeword x using the
public key matrix G":

x = mG'.

3. Message Transmission. To provide additional protection, an error vector e can be
added to the resulting codeword x. In this case, it can be considered an additional one-time
secret key. The weight of the error may exceed the boundaries of GF(p) since arithmetic
operations performed during decryption include normalizing values to the limits of GF(p).
However, it will determine the complexity of decoding the corrupted codeword x'. The error
correction process uses the principles of the McEliece system, based on the Hamming error-
correcting code.

4. Decryption. Upon receiving the codeword x’, which contains an error, the private
keys P' and §’, which are the inverses of the matrices P and S respectively, are used for
decoding, where S’ is computed in the Galois field GF(p).

S' = S71mod (p).

Restoration of the original message

m = x'P'S.

Using the Galois Field GF(p) in the McEliece scheme offers several advantages
compared to traditional implementations in binary numeral systems. Operations in GF(p)
require fewer computational resources compared to operations on binary strings in a binary
system, which is crucial in cryptographic applications where computational efficiency can be
critical, especially for large message lengths. Using GF(p) allows for a larger key size without
compromising resistance to attacks, thereby increasing the amount of information that can be
transmitted using the McEliece cryptosystem while maintaining the same level of security.

The RSA encryption algorithm includes the following steps [1]:

1. Key Generation. Select two large random prime numbers, p and g. Compute the
modulus n as the product of p and g:

n=p:-q.

Computing the Euler's Totient Function ¢(n) = (p — 1)(q — 1).

Choosing the public exponent e, which is an integer satisfying the condition 1 < e <
@(n) and is coprime with ¢ (n).

Calculating the private exponent d as the multiplicative inverse of € modulo ¢(n):

d-e = 1(mod p(n)).

2. Encrypting the message m involves computing the ciphertext. c:

¢ = mf mod(n).

3. Decrypting c involves computing m:

m = c® mod(n).

The RSA algorithm allows for secure encryption and decryption of messages using the

public (e, n) and private (d, n) keys.
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The integration of the modified McEliece cryptosystem, based on linear codes in the
Galois Field GF(p), and the RSA encryption algorithm is realized by using one of the RSA
modules p, g, or their product z as the size of the field. Using n as the maximum value for the
Galois Field parameter in McEliece means that the matrix S can include elements that are
components of GF(n), thereby increasing the complexity of encoding. This significantly
expands the dictionary from 0 to n-1, representing the set of possible keys or matrices used for
message encoding and decoding. It also allows for the use of more values to represent data in
constructing more complex and resistant cryptographic systems.

The algorithm of the proposed hybrid asymmetric cryptosystem based on codes is
provided in the figure. 1.
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Fig. 1. The algorithm of operation of the hybrid cryptosystem.

For demonstration of the algorithm provided, let's consider an example. Let the

plaintext message:
m=9,5,11, 28.
1. Encryption using RSA:
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p=T; q=13; n=91; ¢p(n)=72; e=5; d=29.
The encrypted message:

m'=81, 31, 72, 84.
2. McEliece Encoding. Private Key Generation:

0010000
1110000 153 3571 58888(1)8
G = 1001100 5282 56 1812 P = 0100000
0101010 82364082 0001000
1101001 2411 9 9 0000001
0000100
Public Key:
301889 3 711535
G = 21865956128218
22671836 828240
42294411 9 24 9
As a result of encoding, we obtain the message
x=3,9, 16, 35, 43, 29, 22.
Adding an error vector
e=00210000.
We obtain a message corrupted by errors
x'=3,9,37,35,43, 29, 22.
3. Decoding. Computing the inverse matrices S and P:
0100000
58 82 53 22 203000
16260 '
S' = 764987 49 P"=0000100
318923 34 0000001
0010000
0000010

Restoring the order of symbols in the message x" P'= 37, 3, 29, 9, 35, 22, 43

Determining error position by recalculating and comparing parity symbols:

pl 16 37
p2 3 3
p3 9 9

As a result, we obtain the binary error position value 100, which corresponds to
position 1. In this case, no correction is needed since this position contains a parity symbol.

Information symbols: m'S’'= 81, 31, 72, 84.

4. RSA Decryption: m=9, 5, 11, 28.

The proposed hybrid asymmetric cryptosystem provides additional protection and
complexity against cryptanalysis. Combining systems based on different mathematical
principles, notably McEliece utilizing coding theory in the Galois field GF(p), where
operations are performed on field elements, while RSA employs modular arithmetic
operations with large prime numbers, complicates cryptanalytic attacks and ensures a high
level of security.

McEliece and RSA serve different application scenarios. McEliece is known for its
resistance to lattice-based attacks and quantum computers, whereas RSA is efficient for
encrypting short messages and digital signatures. Combining these two methods preserves
McEliece's resilience while leveraging RSA's efficiency for rapid encryption of short
messages.

The ability to choose the field size provides flexibility in configuring cryptographic
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parameters, as the values of p and ¢ depend on specific security and system efficiency
requirements. This enables achieving optimal efficiency in cryptographic applications.
Research of the Proposed Cryptosystem. Comparing the efficiency of cryptosystems, we
will use criteria such as relative transmission speed, ciphertext length, key size, and resistance
to cryptanalysis for each variant.

Relative transmission speed - the ratio of useful information volume to the total
volume of transmitted data per unit of time, including all overheads associated with
cryptography [21].

For the McEliece scheme, which uses Hamming codes to ensure cryptographic
security, the plaintext size is k bits, and the ciphertext size is x, where x > k. Efficiency is

determined as follows:
k
EMcEliece = =
This indicator characterizes the degree of utilization of error-correcting code
information capabilities in sequences of length n. For the McEliece cryptosystem in the
Galois field GF(p), Eumceliece 1s defined similarly as the ratio of information quantity & to the
length of the codeword x.
For the RSA algorithm, the relative data transmission speed is determined by the ratio
between the key size n and the size of the original message £ bits. A larger key size allows for

encrypting or decrypting more information simultaneously
k

Ersa = —.

n

The size of the plaintext £ is limited by the modulus size n, i.e., k < n, and the
encrypted message x will be almost equal to the size of the modulus #n. Therefore, the data

transmission efficiency approaches 1.
Table 1 presents the results of conducted research reflecting the relative data

transmission speed E at different values of plaintext k£ and encrypted message x.

Table 1
Relative Data Transmission Speed

k X ErcEiiece Erybria
4 7 0,571429 0,571429
11 15 0,733333 0,733333

26 31 0,83871 0,83871
57 63 0,904762 0,904762
120 127 0,944882 0,944882
247 255 0,968627 0,968627
502 511 0,982387 0,982387
1013 1023 0,990225 0,990225
2036 2047 0,994626 0,994626
4083 4095 0,99707 0,99707
8178 8191 0,998413 0,998413

The relative transmission speed allows you to understand which part of the key is used
for information processing, and which part is used for additional operations to ensure the
security and reliability of the cryptographic process. From the data in Table 1, it can be seen
that Eycpiiece and Eyyprig are inferior to Eggy due to the redundancy associated with the use
of error correction codes. However, as the size of the plaintext & increases, the efficiency can
increase, since the control characters occupy a relatively smaller share of the total volume of

transmitted data.
Figure 2 illustrates the data obtained as a result of studies of the relative speed of data

transmission at different lengths of input and output messages for different encryption
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algorithms, while for McEliece and hybrid systems, the condition was taken into
account 2" < k +r+ 1.

1E -
0,8
0,6 — RSA

McEliece

04 Hybrid
0,2

0 T T T T T T T T T T 1

8 16 32 64 128 256 512 1024204840968192 X

Fig. 2. Change in the relative speed of information transfer when the size of the message
changes.

From the obtained data, it is evident that both for the McEliece system and the hybrid
system, the relative data transmission speed increases with the size of the message. This
means that the larger the amount of data to be transmitted, the closer the efficiency
approaches 1, which is a desirable property of a cryptographic system.

The key size is a critical parameter that affects cryptographic strength, computational
speed, memory usage, bandwidth, energy consumption, and key storage security. Balancing
these aspects is important when choosing the optimal key size for a specific application. Key
parameters in McEliece depend on the parameters of the code used, such as the number of
rows r and the number of columns & of the generator matrix G', as well as the size of the
elements in this matrix.

Lycetiece =1 X k X log,(n),
where 7 is the size of the field in which the elements of the matrix G’ are defined, in particular
for classical McEliece n=2 for binary fields.

The size of an RSA key is typically determined by the length of the modulus # in bits,
which is obtained by multiplying two prime numbers p and g:

Lrsa = log(p X q).

In Table 2, data is provided demonstrating the size of key data L for transmitting data

m =4 symbols at various field sizes n.

Table 2
Size of keys
n LcEiice Lrsa Liybria

35 28 6 174
221 28 8 232
899 28 10 290
1517 28 11 319
7387 28 13 377
10403 28 14 406
145157 28 18 522
826277 28 20 580

The analysis showed that the size of the McEliece key does not depend on the value of
n, it remains constant at 28 bits. The size of RSA key data increases with n to ensure
necessary cryptographic strength. The hybrid system combines elements of McEliece and
RSA, explaining the increase in key size. This indicates that the system adapts to changes in
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n, providing corresponding cryptographic resilience.
Figure 3 shows graphs depicting changes in the key size of the cryptographic system
for encrypting the output message m=4 depending on n.

L
5,12E+02 —
2,56E+02
1,28E+02
6,40E+01 RSA
3,20E+01 McEliece
1,60E+01 Hybrid
8,00E+00
4,00E+00
2,00E+00

1,00E+00 T T T T 1
35 221 899 1517 7387 10403 145157

n

Fig. 3. Key Size Variation.

Increasing the field size n leads to an increase in key length for the RSA and hybrid
cryptosystems, which indicates a higher level of security since larger keys make cryptanalysis
more difficult. The constant key length of McEliece indicates limited adaptability of the
classic McEliece algorithm to changes in field size. The hybrid cryptosystem demonstrates
greater flexibility and adaptability to changes in field size, which can be beneficial in
environments where security is critical. It offers a balanced solution, providing enhanced
cryptographic resistance by increasing key size, but it requires more resources for
computation and key storage.

The security of the hybrid cryptosystem is determined by the security of each of its
components. To perform cryptanalysis of such a system, one needs to attack both McEliece
and RSA. The most effective algorithms for this are Grover's algorithm [22], which can be
used to attack the McEliece cryptosystem by searching for function roots or decoding sets,
and Shor's algorithm [23], a quantum algorithm that allows for efficient factorization of
numbers in the case of RSA.

The McEliece system is based on the use of error-correcting codes. Grover's algorithm
can accelerate the search for an element in an unordered set, reducing the complexity from
exponential 0(2™) to 0(2™?) due to quadratic speedup. This means that the complexity of
the attack

2
TymcEtiece = 0 <2E)

will be significantly reduced, but still remains very high, making McEliece secure with large

key sizes.

The security of RSA largely relies on the computational difficulty of factoring the
number n for classical computers. Shor's algorithm can factorize n into prime factors in
0((log n)?), which makes RSA vulnerable to quantum computers. To assess the resistance of
RSA to attack

Trsa = 0((logn)?),
one can use the polynomial complexity of Shor's algorithm for factorization.

The resistance of the hybrid cryptosystem to quantum attacks can be evaluated as a

combination of the resistance of each component:

THybrid = TMcEliece + TRSA
Tuybria = 0((log n)*)+0(2"?).
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To decrypt a message in the hybrid cryptosystem, it is necessary to attack both
components, as each performs different functions in the encryption process. First, the message
needs to be decoded to remove the code redundancy introduced by the McEliece scheme, and
then the result is decrypted using RSA to obtain the original message.

Table 3 presents the assessment of the cryptographic strength 7' of the systems for
encrypting source data m = 4 characters at different values of #.

Table 3
Cryptographic Strength of Cryptosystems Against Attacks

n TmcEtiece Trs4 Trybria
35 1,638E+04 1,349E+02 1,547E+26
221 1,638E+04 4,723E+02 8,308E+34
899 1,638E+04 9,447E+02 4,460E+43
1517 1,638E+04 1,180E+03 1,033E+48
7387 1,638E+04 2,122E+03 5,548E+56
10403 1,638E+04 2,376E+03 1,286E+61
145157 1,638E+04 5,042E+03 3,705E+78
826277 1,638E+04 7,595E+03 1,989E+87

The security of McEliece remains constant at 1.638E+04 regardless of the value of n,
indicating the invariability of the key size. For the RSA system, the security increases with
the increase in n, reflecting the dependency of RSA's strength on the size of the modulus. The
hybrid system demonstrates the highest security, achieved by combining both systems.

Figure 4 shows the graphs of the cryptosystems' resistance to quantum attacks.

T
1,00E+60
1,00E+55
1,00E+50
1,00E+45
1,00E+40
1,00E+35
1,00E+30
1,00E+25 Hybrid
1,00E+20
1,00E+15
1,00E+10
1,00E+05
1,00E+00 N

35 221 899 1517 7387 10403

Fig. 4. Cryptosystem security as a function of n.

——RSA

McEliece

The hybrid cryptosystem demonstrates significantly higher cryptographic strength

with increasing key size n compared to each algorithm individually. The combination of the
effects of both systems allows achieving a high level of protection.
Conclusions. Both systems, McEliece and RSA, have a long history of scientific research and
applications. Their cryptographic strength is based on different mathematical problems:
McEliece relies on coding theory and combinatorial theory, while RSA relies on number
theory and factorization. Combining them through the shared use of the value n does not
contradict the mathematical principles and capabilities of both systems and also simplifies
cryptographic key management.

These cryptosystems are known for their high resistance to various cryptanalytic
attacks. Their integration allows for an increase in the key space by » times and complicates
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approaches to breaking the ciphertext. RSA is used for encrypting short messages and digital
signatures, while McEliece works well for long messages and is highly efficient in handling
error correction codes. Integrating these systems allows for combining their advantages to
ensure comprehensive information protection.

The conducted studies reflect important aspects of the efficiency of the proposed
hybrid asymmetric cryptosystem based on codes. As the message size increases, the
efficiency of data transmission increases, which is an important aspect for ensuring the speed
of information exchange.

The increase in cryptographic strength of the proposed system with the increase in the
Galois field size compared to the classic McEliece cryptosystem underscores the importance
of the key length in cryptographic systems and their ability to protect information from
cryptanalytic attacks. Specifically, increasing the key size by 6 times results in a 9.445x10%!
times higher cryptographic strength, while changing the key data by 20 times results in a
1.214x10* times higher strength. This emphasizes the importance of key length in relevant
cryptographic systems and their ability to protect information from cracking attacks. The
proposed hybrid cryptosystem allows for significantly improving data security by combining
the advantages of both systems: McEliece provides the basic level of encryption and error
correction, and the additional RSA protection enhances the overall resistance to 0(2"/ 2) +

0((log n)?).
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I'bPUJIHA ACUMETPUYHA KPUIITOCUCTEMA HA OCHOBI KO/I[IB
A4, JlaBneroBa

3axiHOYKpaTHCHhKHIA HAIllOHAILHUI YHIBEPCHUTET,
11, JIsBiBCHKA BYI1., M. TepHoniib, 46020, YkpaiHa;
email: a7davletova@gmail.com

Pob6oTa mpucBsUeHa BHPINICHHIO aKTyaJlbHOI 3a7adi 3a0e3redeHHs HAJIHHOTO 3aXHCTy iH(popMamii B yMOBax
30iIpIIeHAS 00CATIB JaHUX Ta 3POCTAHHS KUTBKOCTI Kibep3arpos. Tpaautiitai kpunrorpadidai cuctemMu, Xo4a i €
JOCHTh HamiHHUMH, MOXYTh BHSBHTHCS BPa3IMBMMH IO HOBUX THIIIB arak, OCOONMBO IO KBaHTOBHX. Lle
MiAKpEecItoe HEOOXiAHICTP MONIYKY Ta OCHIDKEHHS OUTBII CTiHKMX MeToniB mmdpyBaHHI. Y pobOTi
3amporoHOBaHa TiOpUAHA KpHUIITOCHCTEMa, 1o noeanye cucremy McEliece Ta anroputm mmdpyBanas RSA.
Takuil miaxig JO3BOJIsIE BUKOPUCTATH TepeBard 000X METOIB: BUCOKUI piBeHb Oe3meku RSA, 3acHoBaHMI Ha
CKJIaTHOCTI (hakTopu3allii BEeIMKHX Yucen, Ta CTiiikicth McEliece 10 KBaHTOBHX aTak 3aBASKH CKJIQTHOCTI
JIEKOIyBaHHs JIOBIIbHUX JIHIHHMX KoAiB. OCOONMBICTIO 3aIIpOIIOHOBAHOI IOPHUAHOI CUCTEMH € BUKOPUCTAHHS
noniB ['anya GF(p) nns Bcix onepanii, mo 3a0e3nedye JOAATKOBUI PIBEHb 3aXUCTy Ta HYYKICTh. [HTerpais
ACUMETPUYHUX KPHUIITOAITOPUTMIB, CTIHKICTh SKUX 0a3yeThCs Ha BUPIIICHHI PI3HUX MaTeMaTHYHHMX 3ajad,
3a0e3medye TMIABHIICHHS HAIIMHOCTI Ta OC3MEeKH 3alpONOHOBAHOI CHUCTEMH. BHKOPHCTaHHA CHIBHOTO
mapamMerpa 1 Uil TeHepalii KIII04iB TaKoX CIPOIIYyE YIPaBIiHHSI HAMH Ta PO3LIMPIOE CIOBHHK y 1 pasiB. Take
pilleHHS TOeAHYE B COO01 3aXWCT Big MOMIJIOK Ta Kpumrorpadiday Oe3meky, mo pOoOHWTh HOTro MOTYXKHUM
IHCTPYMEHTOM JJIsl 3aXHCTy ITaHWX B yYMOBaX OOMiHY iH(popMamiero depe3 MOTCHHIHHO HEHamiiHI KaHau
nepexadi. JlocmipkeHHS, MPOBEICHI B paMKax POOOTH, CIPSMOBaHI Ha aHami3 e()eKTHBHOCTI Ta Oe3meKu
3aIpONOHOBaHOI ribpuaHOI KpuntocucTeMu. OcobirBa yBara NpHIiJieHa TAKUM XapaKTepPUCTUKAM, SK BITHOCHA
MIBUAKICTh Tepepavi iHpopmariii, JTOBKUHA ITUPPOTEKCTY, OOCAT KIIOYIB Ta CTIHKICTh JO KPUITOAHAII3Y.
Pesynpraty JIeMOHCTPYIOTh NepeBaru TiOpUIHOI CHCTEMH Yy MOPIBHSIHHI i3 BHKOPUCTAHHSM KOXKHOTO 3
ITOPUTMIB OKPEMO.

KoarouoBi caoBa: xpunrocuctema McEliece, anmroputm mumdpyBanus RSA, ckinyeni nons [amya, ribpunna
KPHUIITOCUCTEMA, CTIHKICTh 10 KPUITOAHAII3Y.
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