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CyyacHi OLTIHTOBI cHCTeMH eHepreTHyHoro cektopy Tta loT-mmardopm BHKOHYIOTH
KPUTUYHO BAXKJIMBY (QYHKIIFO OOJIKY ITOCIYT, ()OPMYBaHHS TPaH3aKIii Ta 00pOOKH BEIIMKUX
oOcsriB naHux. Bucoka koHueHTpalis (iHaHCOBOI, MEpCOHANBHOI Ta TeJIeMETPHUYHOT
iHpopMarii poOUTh X 00’€KTaMH CTpaTerivHOl 3HAUMMOCTI, Jie MOPYILEHHS HiITICHOCT] 4H
JOCTYITHOCTI CHCTEM MOXX€ TIPU3BECTH JO 3HauyHUX (DIHAHCOBUX BTpaT, 3pHUBY
IHPPaCTPYKTypH Ta PHU3UKIB s Oe3meku. Po3BUTOK IHU(POBHX TEXHOIOTIH, XMapHHUX
cepsiciB, API-iaTerpamiii Ta loT-mpHCTpOiB CTBOPHUB HOBI BEKTOPH aTaK, BKIIOYAIOUH
eKCIUTyaTaIlil0 Bpa3INBUX KOHDIrypamiid, IOMIIIKA YIPaBIiHAA JOCTYyIoM, Henomiku [oT-
MPOTOKOJIIB, & TaKOX COMLiaJbHYy imkeHepito Ta DDoS-aTaky, mo MmIBUIIYE MiHHICTH
TPaH3aKIIii Ta MacIITaOW MMOTEHIIIITHUX 30MTKIB. Y 3B’S3KY 3 IIUM KiOepcTiiKicTh OUTIHTOBIX
wiatgopM mnotpedye He JHIIE TEXHIYHUX 3aXOMdiB, a i QopMmyBaHHS YHi(ikoBaHOT
CTaHAapTU30BaHOI Mojelni 3arpo3. Take MoAeNIOBaHHS J03BOJISE CUCTEMHO OIIHIOBATH
PH3HKH, NPOTHO3YBAaTH CLEHapii aTak, BHSBJIATH KIIOUOBI BPa3IMBOCTI Ta pPO3POOIISTH
0araTopiBHEBI MEXaHI3MHU 3aXHCTy, afalToBaHi 10 crenudiku ramysi. CydacHi miaxomu 10
mozemoBaHHA 3arpo3 (STRIDE, LINDDUN, MITRE ATT&CK) 4yacTkoBO HOKPHBAIOTh
PHU3HMKH, INPOTEe HE 3a0e3NeuyloTh KOMIUIEKCHOrO YHI(IKOBAaHOTO aHamizy came Juist
OimiHroBUX cHcTeM. ToMy aKTyaJlbHUM € CTBOPEHHS CTaHAApTH30BAaHOI MOJENi, IO
BpaxoBY€ TPAaH3aKIiHHI 0COOIMBOCTI, iHTETpaIliiiHi KaHAIH, MEPEKEBY apXiTeKTypy Ta [oT-
MPUCTPOI. 3ampoIOHOBaHAa MO Tiepeadavyae OaraTopiBHEBUH 3aXHCT JaHUX — Bif 300py
teneMeTpii Ha loT-miunapHUKAxX 10 00poOKH Ha OUTIHTOBUX cepBepax. BUKOPUCTOBYIOThCS
kpunrrorpadigni meronu (AES-256, ECC), 3axumieHi mpoToKou nepenadi, baratoakropHa
aBTCHTHU(}IKAIiS, CHCTEMH MOHITOPHHTY Ta BUSBJICHHS aHOMAaNid. ApxXiTeKkTypa 3abe3neuye
ITICHICTh, aBTEHTHYHICTh, KOH(DIACHIIIHHICTh Ta CTIMKICTH OIeparliid, a CTaHIapTH30BaAHUI
MiAX1 J03BOJISE aMaNTyBaTH CUCTEMY ITiJ] Pi3Hi MEepexkeBi Ta xMapHi cepenoBuiia. Kirouosi
KaTeropii 3arpo3 BKJIIOYAIOTh MOPYIICHHS KOH(DIACHIIHHOCTI, MUTICHOCTI Ta JOCTYITHOCTI
JIaHUX, a TAKOX cHeluudiyHi pu3MKK OUTIHIY — MiJIMIHM MOKa3HUKIB, komrpomeranii [oT-
MPUCTPOIB, MaHIMyJISALIH 13 Tapudikalieo Ta iHTerpaniinumMu kananamu. OO0’ eIHAHHS UX
acIieKTiB y €AMHY MOJIeNIb 3arpo3 JIO3BOJISIE CTAaHIAPTH30BAaHO OLIHIOBATH BPa3JIMBOCTI,
NIPIOPUTE3yBaTH PU3UKH Ta ONTHMI3yBaTH 3aXO/A1 3aXUCTY, 3a0e3Meuyoun Oe3nepepBHiCTh
pOOOTH KPUTHIHO BAXKIIMBHX CHCTEM.

Kuro4oBi ci1oBa: OiTiHTOBI CCTEMU, MOJICITIOBAHHS 3aTP03, CTaHAapTH3allis, KibepOe3mneka,
eHepretuka, loT-npuctpoi, STRIDE.

Beryn. CydacHi OUTIHIOBI CHCTEMH € OCHOBOIO POOOTHM €HEpPreTMYHHUX KOMIIaHIM, SKi
BUKOPUCTOBYIOTh  |0T-nipucTtpoi, 3abe3meuyioud  aBTOMATM30BaHUM  OONIK  MOCHYT,
dbopmyBaHHS TpaH3akid 1 00poOKy Benmukux MacuBiB gaHux. ogHs B mikt cdepi
OTPaIbOBYIOTHCS MUTBSIPJM 3aIHCIB 13 MJIATIXHOIO 1H(OpMAIli€to, MepCOHATbHUMU JTAHUMH,
TEJIEMETPIEI0 Ta KPUTUYHUMM TEXHOJOTIYHHUMM TOKa3HUKaMH, MI0 pPOOUTH OLIIHTOBI
wiatpopMu  00’€KTaMH  CTpaTeriyHoi BaxJIuBOCTI. IlopymieHHs iXHbOT IUTICHOCTI YH
JOCTYITHOCTI MOK€ CIIPUYMHUTH 3HA4HI (PIHAHCOBI BTpaTH, 3001 B IHPPaCTPYKTypl Ta pUBHKHU
JUIS HallioHaNbHOI Oe3neku. Po3mmpenHs nuppoBoi 3ajIe)KHOCTI Ta aKTUBHE BIPOBAKEHHS
XMapHUX TEXHOJIOTIH CYTTEBO YCKIaJHWIM Janamadt kibep3arpo3. XmapHi cepsicu, API-
iHTerpauii, Mikpocepsicu Ta loT-mpucTpoi cTBOpWIM HOBI BEKTOpU aTak, 110 BKIOYAIOThH
eKCIUTyaTallil0 Bpa3IMBUX KOH]Iryparii, MOMMUIKH KepyBaHHS AocTynamu, Hemomiku loT-
MPOTOKOJIIB 1 CydacHl MeToAu comianbHol 1HxkeHepii Ta DDoS-arak. 3pocranHs oOcsry
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€JICKTPOHHUX TPaH3aKIM JOaTKOBO MiABHUIINYE IIHHICTH KOXKHOI orepariii Ta MOTEHIIHHIMA
MmacmTal 30UTKIB BiJ KOMIpOMETaIlil OLTIHIOBUX MpPOIECiB. Y TaKUX yMOBaX KiOEpCTiMKiCTh
OUTIHTOBUX CHCTEM CTa€ KPUTHYHOK BUMOTOIO, SIKa TOTPEeOye HE JIMIIE TEXHIYHOTO 3aXHUCTY, a
i1 GopmyBaHHs yHi(piKOBaHOI cTaHIApPTU30BaHOI Mojeni 3arpo3. CranmapTusanis A03BOJISIE
CTPYKTYpPYBaTH PH3UKH, YHI(QIKYBaTH MIAXOAM 10 iX OIIHIOBaHHS Ta 3a0e3medyBaTu
BignoBigHicTe BuMoram ISO/IEC 27001, ISO 22301, IEC 62443, OWASP [1] i NIST [2].
MozenmoBaHHSl 3arpo3 JI03BOJISIE 3aBYaCHO BUSBJISITH KIIFOUOBI BPA3JIMBOCTI CHEPreTHYHUX
CHCTEM, MPOTHO3YBATH MOXKJIMBI CIeHapii arak i1 po3poOussATu OaraTOpiBHEBI MeXaHi3MHU
3aXMCTy, aJanToBaHI 10 creuu(piku ramxy3i — BiJl aTaKk Ha KPUTUYHO BAXKIUBI 00 €KTH
E€HEPreTHYHO1 1HPPACTPYKTYpU A0 MacoBux kKommnpomeramii loT-npuctpois. [HTErpamis nux
aCIeKTIB y €IMHY MOJEINb 3arpo3 3a0e3nedye CUCTEeMHHH Miaxia A0 Oe3MeKH Ta IiJBUIIYE
CTIMKICTh U(PPOBOI eHepreTHHO1 iHPpaCTPYKTypH.

MeTta noc/aizKeHHsI TIOJIArae B PO3poOsIeHH! YHI(IKOBAaHMX Ta CTaHIAPTHU30BAHUX JDKEPET
3arpo3 (puc.l) s cydacHUX OUTIHTOBHX CHUCTeM Yy eHepretuyHomy Ta loT-cektopax, mio
3a0e3mevuye KOMIUICKCHE BHUSBIICHHS BpAa3JIMBOCTEH, OIIIHKY PHU3HMKIB Ha PI3HUX pPIBHAX
wiaropmu Ta hopmyBaHHS e(hEKTHUBHHUX 3aX0J1iB KIOEP3axXUCTy BIAIOBIIHO IO MIXKHAPOIHUX
CTaHIApPTIB.

Ang CYYACHUX BITIHFOBUX CUCTEM
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CTAHOAPTU3OBAHA MOJLEJIb 3ATPO3 ]

v v
EHEPFETUYHUI IOT-CEKTOP
CEKTOP
v v v v v v
BUCOKI [IH(DPACTPYKTVPA J
BIPT- || IHTE- || pumorm ; BAHI
YANI3A- || rPALS 10
L Tl [ NPOTOKO/N ]

I
MPUCTPOI }

Puc. 1. CrangapTtu3oBaHi Jpkepesia 3arpo3 Ajist OUTIHTOBUX cucTteM eHepreTuku Ta [oT

TeopeTnuHi 0CHOBM 10C/Ii:KeHHA. BITIHTOBI CCTEMU BUCTYNAIOTh KJIIFOUOBUMHU €JIEMEHTaMU
€HepreTHYHUX oreparopiB Ta nposaiaepiB loT-pimens. Bonu 3a6e3neuyroTh 00K HalaHUX
nociyr, Tapudikariro, GopMyBaHHS TPaH3aKUIHHEX 3aIHCIB, 00POOKY IUIATEKIB 1 B3aEMOZII0
3 KIIIEHTCHKUMHM CEPBiCaMM. [XHS KpUTMUHICTh 3yMOBJIEHA BUCOKOK KOHIIEHTPAIIIE0 Yy TIUBOT
iH(opMarlii, sika OXOIUTIOE TIEPCOHANBHI JaHi, JIeTalbHI TTOKa3HUKU CIIOKHBAHHS, ITapaMeTpu
MepeXeBOi aKTUBHOCTI Ta (iHaHcoBi omepauii. [le poOuTh OiLIIHrOBI cUcTeMH 00’€KTaMu
M1JBUIIEHOTO PU3MKY Ta BUMArae 3aCTOCYBaHHS YITKO BU3HAYEHUX MOJIENIEN 3arpo3.
OCHOBOIO TEOPETHYHOIO aHali3y 3arpo3 Ais TaKUX CUCTEM € KJIacCH4YHI METOAM
MoJIeNIIOBaHHA B 1H(GopMarliiiHii 6e3nertl [3]. YHiBepcaabHOIO Ta NIMPOKO 3aCTOCOBYBAHOIO €
monens STRIDE [4], ska knacugikye 3arpo3u 3a IIICTbMa KaTeropisMu, TaKUMH, SK: S —
Spoofing (migpobxa / inentudikauisa); T — Tampering (rmomkopkeHHs / MoaudiKallist JaHUX );
R — Repudiation (cipoctyBanHs / BigmoBa Bif 1iit); [ — Information Disclosure (po3romnorieHss
iHpopmariii); D — Denial of Service (BinmoBa B o6cnyrosysanHi); E — Elevation of Privilege
(MiIBUINEHHS TIPUBIIEIB), MOB’SI3aHUMHU 3 TMOPYIICHHAM KOHQIAEHIIIIHHOCTI, HUTICHOCTI i
noctynHocTi iHdopmaii. [Ipote 1 Moaens He BpaxoBye cnenudiky TpaH3aKIIHHOTO OUTIHTY
Ta PEryJATOPHI BUMOTH pi3HUX ramy3ed. [Hmmit aktyamsHumid minxiq — LINDDUN [5]
(Linkability (3B’s3nicTh), Identifiability (inenTudikais), Non-repudiation (BigmMoBa Bif i),
Detectability (BusBnennsi), Disclosure of information (posronomenHs iHdopmairii),
Unawareness (HemoinpopmoBanicth), Non-compliance (HEBiAMOBIAHICTh MpaBUIIaM))
OpIEHTOBaHMI Ha 3arpO3U MPUBATHOCTI, 1110 € OCOOJIMBO BAXKIMBHUM JIJIsl EHEPTeTHYHOTO OLTIHTY
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Ta smart-meter 1HQpacTpyKTypu, A€ HaHI MOXYTh BIOOpa)kaTd TOBEMIHKOBI MaTEPHU
KopucTyBada. 3HayHe nomupeHHs orpumana il monenbs MITRE ATT&CK [6], sixa onucye
peanbHi TEXHIKM Ta TAaKTHKU aTak 1 JI03BOJIIE OyayBaTH MOBHI CIICHApii MOPYIICHHS Oe3MeKH
OUTIHTOBUX CHUCTEM Y KOHTEKCTI cydacHHX KiOep3arpos. BaJMBHUM IHCTPYMEHTOM TaKOX €
MOJICJIIOBaHHSI IOTOKIB JAaHMX, SKE Jla€ 3MOTY BHUSBISATH TOYKHM IOTEHIIIHOIO BIUIUBY
3JI0BMHCHUKA Y CKJIAJJHUX 0araTOKOMIIOHEHTHHX OLTIHIOBHX apXiTeKTypax.

[TinrpyHTSIM Ui MOJIENIOBAHHS 3arpo3 € MDKHApOAHI CTaHAApTH Ta Traily3eBi
cnenudikaii. o yriBepcansuux BigHocats ISO/IEC 27001 [7] 1 27002 [8], mo BU3HAYAIOTH
BHUMOTH JI0 TOOY0BH CUCTEM YIIpaBIiHHs iHpOopMaliiiHoo Oe3nekoro, a Takox ISO/IEC 27019
[9] mnst emepreruunoi iHdpactpykrypu Ta ISO/IEC 30141 [10] mna IoT-cucrem. B
E€HEePreTUYHOMY CEKTOP1 KJIIFOYOBY PoJib BimirparoTh cranaaptu DLMS/COSEM Tta IEC 62056
[11], mo BW3HAYAIOTH MPOTOKOIM OOMIHY AaHMMHU JiuMiIbHUKIB. Y cdepi loT Baxknmsi
pexomenpaitii NIST, ETSI ta cnenudikartii 6e3neku MQTT/CoAP. ITonpu HasBHICTH BEIHKOT
KUJIbKOCTI HOPMAaTUBHHUX JIOKYMEHTIB, BOHH HE CTBOPIOIOTH LIUTICHOI Ta yHi()iKOBaHOI Mojemi
3arpo3 came Jiis OITIHTOBUX CHCTEM.

Eneprernuni Oiminrosi miardopmu Oinbin BpasiuBi A0 Moaudikamii gJaHuX smart-
meter, MiAMIHA TMOKa3HUKIB CIOKMBAHHS, aTaK <«IIOJAWMHA TIOCEpEIWHI» T 4Yac Iepeaadi
TeJIeMETpii Ta BUTOKY MOBEAIHKOBHUX MPOodisiB KopucTyBadiB. |0T-OUTiHT XapaKTepu3yeThCs
pHU3MKaMU KJIIOHYBaHHS 11IeHTU(])IKATOPIB MPUCTPOIB, MACOBUX TEIEMETPUYHHX aTaK, MiIPOOKH
JAHUX CEHCOPIB Ta KOMIIPOMETAIIil HeCTIHKUX A0 atak mpoTokomiB loT-npuctpois.

Xo4 3HAUHY KIJIBKICTh Tally3€BUX MIAXOMIB, Y CyYaCHUX JOCHIKEHHSX BIJIICYTHS
yHiBepcallbHa, CTaHAAPTH30BaHA Ta MDKIUCIMIUIIHAPHA MOZAEIH 3arpo3, sSka 0 OXOIUTIOBaia
EHEpreTHYHi CUCTeMH 3 BUKOpUCTaHHAM l0T-mpuctpoiB omHouacHo. Taka Moaenb €
HEOOXIJTHOIO ISl TMi/IBUIICHHS TOPIBHIOBAHOCTI PH3UKIB, YHiQikamii 3aco0iB Kibep3axucry,
PO3pOOIEHHS Taly3eBUX CTaHIAPTIB O€3MEKH Ta CTBOPEHHS Y3TOIKEHUX METO/IIB OLIIHIOBAaHHS
BPA3JIMBOCTEH Y KPUTUYHUX OUTIHTOBUX iH(pAaCTPyKTypax.

3anpornoHoBaHa cxemMa MOJIEIIOE Tpoliec Oe3nedHol nepeaadi TeIeMEeTPUYHUX JaHUX
Bin loT-miummbHUKAa 70 IEHTpani3oBaHOiI OUTIHIOBOI CHCTeMH. ApXiTeKTypa mependadae
0araTopiBHEBY MOJIEJIb 3aXUCTY, fKa OXOIUIO€ (DOpPMYBaHHS JaHMX, iX KpHUITOrpadiuyHy
00poOKy, mepenayy depe3 MOTEHIIMHO HE3aXMIIEHE MEPEKEBE CEPEIOBHINE Ta TMOMAIBITY
HepeBipKy Ha CTOPOHI CEPBEPHOI IHPpaCTPyKTypH (puc.2).

Meperxka (NB-10T /

loT Mimnehuk LTE-M / LoRaWAN /

(cercopu, MCU) WIFi / Ethernet)

Y Y

MonepenHa obpobka Gatoway / Cotector
((f)inan au,iﬂ (Bepudhikauia nignucy,
IIE) A, poswndpyBaHHA,
HopManisauin) NOryBaHHA)
-. y

Y
Moayns
kpunTtorpadii
(AES-256, ECC,

SHA-256)

Backend /
BiniHroBui ueHTp

dopmyBaHHA
paxyHkis

nepeBipKa] { aHomanii

KopenaulAa

Secure Comm Layer

(TLS1.3/DTLS/
MQTT-SN) [

uinicHocTi (IDS/IPS)

Puc. 2. ApXiTeKTypHa cXeMa 3axXHIICHOI rmepeaadi TeleMeTpuIHuX JaHux loT-miumisHruKa B
OUTIHrOBY 1HQPACTPYKTYPy
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Ha nepmomy erari JiynabHAK BUKOHYE 301p Ta IEpBUHHY 00poOKy Tenmemetpii. [Tics
OO JaHi MiJJAI0ThCS KpunTorpadivHoOMy MifCHIeHHIO HNUsixoM GopmyBanas MAC-xema
abo mudpoBoro MiANUCY, MO 3a0e3nedye rapaHTii aBTEHTUYHOCTI Ta IiticHocTi. [loganbiie
mmdpyBaHHs makera (Hanmpukiaa, 3a gonomoroo AES-256 abo ECC-6a3oBaHuX aaropuTmiB)
3armo0irae MOXKJIMBOCTI HECAaHKIIIOHOBAHOTO JIOCTYITY IIiJ] Yac mepeaadi.

[lepenaua naHux 31IHCHIOETHCS Yepe3 3aXMINEHUN TpaHCHOPTHUH piBeHb — TLS 1.3,
DTLS abo mpotokoJ, sikuii Mae BOymOBaHI MexaHi3Mu IudpyBaHHs Ta 3axucty (NB-I0T,
LTE-M, LoRaWAN). Ilicis noctaBku TakeT HAIXOAUTh Ha ILIO3 300py HaHWX, 1€
BUKOHYETbCA IIepeBIpKa MIJNUCY, pPO3MU(pPYBaHHS Ta JKypHaJltoBaHHA omnepauiid. Ha
HACTYIIHOMY €Talll JlaHi MepenaroThCst 0 OUIIHrOBOTO LEHTPY, A€ AOAATKOBO IPALIOIOThH
cucreMu BusiBlieHHsI BToprHeHb (IDS/IPS) ta anroputmu BUSIBICHHS aHOMAJIH, 1O JO3BOJISE
MIHIMI3yBaTH pU3UKU aTak Tuny man-in-the-middle, replay, migminu abo reHepauii
(banpIMBUX 3HAYCHb. Takuid MiAXiJl CTBOPIOE KOMILIEKCHY OaraTOpiBHEBY MOJEIb 3aXHUCTY,
sIKa OXOIUTIOE LUTICHICTh, KOH(DIICHIIHHICTh, aBTEHTHYHICTh Ta CIIOCTEPEKYBAHICTh MPOIIECIB
nepeaadi JaHux. ApXiTekTypa Moxke OyTH ajmanrtoBaHa mia pizHi Tunu loT-mepex Ta piBHI
€HEepProCIOXKUBAaHHSA, a TaKOX MacmTaboBaHa s 1HGPACTPYKTyp, € HEoOXigHa BHCOKa
JIOCTOBIPHICTh TEJIEMETPUYHUX 3HaYEHb (€HEpPreTHKa, BOJONOCTaYaHHsI, Ta30pO3MOILT).
IMocranoBka mnpodaemu. CydyacHi OimiHroBi cucremu enepretuku Ta loT-daxiBuiB
(GYHKIIIOHYIOTh Yy CEpEeAOBHIII 3pOCTAIOUUX KiOep3arpo3, BUCOKHX BHUMOT 110 Oe3meku Ta
YCKJIaTHEHOT apXiTeKTypu. BoHM 0OpOOISIFOTH BENHMKI OOCSTH KPUTUYHHX JAHUX — BIJ
TapudikaliiHUX 3amuciB 1 TeJIeMeTpii 0 NEpPCOHANbHMX Ta (IHAHCOBUX BITOMOCTEH
KopuctyBauiB. llopymieHHss iXHBOI HITICHOCTI a00 JOCTYHMHOCTI MOXE NPU3BECTH [0
¢dbiHaHCOBHUX BTpaT, IIaXpaiicTBa, 3pUBY IMOCIYT Ta MiAPUBY JOBIpH CIIOKHMBAUiB, a B YMOBaX
1 dpoBizaii KpUTUIHOI IHYPACTPYKTYPH 111 PHU3UKH HAOYBAIOTh CTPATET1YHOTO 3HAYCHHSI.
[Tonpu yncneHHI MIXKHApOAHI CTaHJIAPTH Ta peKOMEH il 3 iHpopMaIiitHOi Oe3MeKu, Hapasi
BIZICYTHsI €IMHA yHi(piKOBaHA MOJIENb 3arpo3 came JIjs OUTIHTOBUX cucTeM. IcHyroui migxoan
(OKYCYIOTbCSl Ha OKpEMHX Taly3six a00 ONHMCYIOTh 3arajibHi aClleKTH 3aXUCTY, HE BPaXOBYIOUH
cnenudiky Oinminry. Hampukman, icHyrodi €HEpreTHYHI CTaHAApTH PErIaMEHTYIOTh
1H(GPACTPYKTYpY BUMIPIOBaHHS Ta OOJIIK CIIOKMBAHHS, IPOTE HE OXOILUTIOIOTH crienudiky loT-
OUTIHIOBUX CHUCTEM; 3arajibHl pekomeHaauii 3 6esnexku [oT He aganToBaHI A0 TpaH3aKIIHHOL
Joriku Tapudikanii. BHacnigok 1IbOro omeparopu 3acTOCOBYIOTH HECYMICHI MiJXOAU [0
MO/IEITFOBAHHS 3aTPO3, IO YCKIJIAAHIOE OLIHKY PU3UKIB, IIPOBEICHHS ayUTY Ta BIPOBAKCHHS
KOMILIEKCHOTO Kibep3axucTy. J{0aTKOBO BIACYTHICTh Y3TOJXKEHOIO TEPMIHOJIOITYHOIO
armapary Ta CTpyKTypoBaHOi Kiacu(ikallii 3arpo3 NepenikoKae CIiBCTaBICHHIO PU3HKIB M1k
eHepretuuHuMu Ta loT-O6inminroBumu muardopmamu. Lle ycknagHioe GopMyBaHHS €IMHOTO
CTaHAapTy Oe3MeKH, 1HTErpOBaHMX CHCTEM MOHITOPUHIY Ta pearyBaHHsS Ha IHUUICHTH, a
TaKO’K MJIaHYBaHHS PO3BUTKY MIATPOpM, cepTU(DiKalliio Ta JOTPUMAHHS PETryISATOPHUX BUMOT.
TakuM 4MHOM MOCTa€ HayKOBO-NIPHKJIaJHA MpodiiemMa — CTBOPEHHS YHI(IKOBaHOI Mojeml
3arpo3, IO BpPaxOBYE apXiTEKTYpHI OCOONMBOCTI OUTIHTOBUX CHCTEM, BIAMOBiIa€E
MDKHApOJHUM CTaHJapTaM 1 3abe3nedye CTaHJapTU30BAHUN aHaii3, OIIHKY Ta MIHIMI3allilo
pu3uKiB B eHepreTuuHiil Ta loT-iHdpacTpykTypi.
PesyabTaTn Ta 00roBopenHs. J{ociikeHHs MOKa3alo, 1110 Cy4acH1 eHepreTuyHi OUIIHTOB1
cucremu 3 loT-mpuctposimu Bpa3nuBi a0 Kibep3arpo3 uepe3 OOpoOKYy BETHUKUX OOCSTiIB
¢dinaHcOBUX Ta TeineMmeTpuuyHuX naHuX. Kmacmuni moneni 3arpo3 (STRIDE, LINDDUN,
MITRE ATT&CK) 4acTKOBO MOKPHBAIOTH PU3MKH, alie HE 3a0e3MedyloTh YHi()iKOBaHOTO
nigxomy juisi OumiHTy. Po3poOnena GaraTopiBHEBa CXeMa 3aXHUCTy TeleMeTpii JEMOHCTPYE
edeKTUBHICTh iHTerpamii Kpunrorpadii, 3axXUIIEHUX MPOTOKOJIB Ta CHCTEM BUSBJICHHS
aHomauiil. BnpoBamkeHHs cTaHIapTU30BaHOI MOJIEN 3arpo3 3a0e3nedye CUCTEMHUH M1 IX11T] 10
KiOepOe3neKH Ta MiABUIILYE CTIHKICTh HU(POBOI €HEPreTUYHOI IHPPACTPYKTYPH.
KuouoBi kaTeropii 3arpo3 aJis 6i1iHroBux cucreM. buTiHTOB1 ccTeMHU € BUCOKOUYTIIMBUMHU
iH(pOpMaLlifHUMH KOMIUIEKCAaMH, IO OOpOOJIAIOTH MepCOHANbHI, (PIHAHCOBi, TEXHIUHI Ta
TpaH3akuUiiHi naHl. Yepe3d me ixHild 3arpo3oBuil snaHamadr ¢GopmMyeTbes MiJl BIUIMBOM
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ITUPOKOTO CTIEKTPa PU3HUKIB, 110 OXOIUTIOIOTh TPAIUIlIHHI acTieKTH 1H(QOopMaIliifHOi Oe3MmeKu Ta
raiy3eBi ocobnmuBocti eHepreTuku i loT-ekocucrem [12]. OcHOBHHMH TpymaMu 3arpo3 €
MOPYIIEHHS KOH(1AECHIIIHHOCTI, IIIJTICHOCTI Ta JOCTYITHOCTI, OJTHAK Y BUITAJIKY OLJIIHTY BaXKJIHBO
BpPaxOBYBaTH TaKOX 3arpo3d AaBTEHTHUYHOCTI, HENPUYETHOCTi, KOPEKTHOCTI OONIKy Ta
3aXHUINEHOCT] IHTErpalifHIX KaHaIB.

[TopyienHss KOH(IAESHIIITHOCTI OXOIUTIOE IIUPOKUI Hadip pPU3MKIB, MOB’SA3aHUX 13
BUTOKOM TEPCOHAIbHUX JaHMX AO0OHEHTIB, 1H(OpMAIlii MPO IUIATIKHI IHCTPYMEHTH, 1CTOPil
TpaH3aKIlil, MapaMmeTpiB CIOXHBAHHS Ta TEXHIYHOI TenmemeTpii. Y OUTIHTOBUX CHCTEMax
KOH(]1ACHIIIIHICT, 0COOJMBO BaXKJIMBA, aJKE JaH1 4acTO MICTATH K ¢iHaHCOBY iH(OpMaIlito,
TaK 1 JjaHi, OI0 XapaKTepU3yIOTh MOBEAIHKY KOPUCTyBaua. B eHepreTHyHHMX cucTeMax BUTIK
npodiIiB COKUBAHHS MOXE JJO3BOJIUTH 3JIOBMUCHUKAM POOUTH BUCHOBKH MPO MPHUCYTHICTD
KOPUCTYBaYiB y/IOMa 4M iX MOBeAIHKOBI 3BUUKH. Y cepi [oT koHpineHIiIHHICTh TOPYIIYEThCS
Py KOMITpOMETAIlli BY3/iB TeJdeMeTpii, KOJu OOJIIKOBI JlaHI MPHUCTPOiB abo ixHI JaHi
NOTPAIISIOTH JI0 CTOPOHHIX 0ci0. Taki mopyIeHHs MaiiKe 3aBKI1 CTBOPIOIOTH MIATPYHTS 15
maxpancTBa, coliaabHOI iHXKeHepii a00 BTOpPMHHUX aTak.

3arpo3u MUTICHOCTI € KPUTUYHO HEOE3MEUYHWMH, OCKUIBKM BOHH CIIPSIMOBaHI Ha
BHECEHHS HEMpaBAMuBOi iHPopMaIlii B OLTIHIOBI 3anucH 260 MaHIMyIALII0 JAHUMU, Ha OCHOBI1
AKUX (QOpMYyeThCsl (QIHAHCOBHI pe3ynbTaT. B €HEepreTHYHHX CHUCTEMax aTakol MOXKe OyTH
danscudikallis MOKa3HUKIB smart-meter, iH €KIis MiapoOaeHuX AaHUX a0o0 MigMiHA ITaKETiB
tenemerpii. B loT-OimiHry MOXIMBUMHU € aTakd, IOB’s3aHI 3 TeHepauielo (aapmmBoi
TeneMeTpii ado KIOHYBaHHM 1IeHTH(IKaTOPIB MPUCTPOIB, IO MPU3BOIUTH 0 HEMIPABUIHHOTO
o0miky Haganux mociyr. 3mina API-3amutiB, [IKC-onepariit abo cuenapiiB Tapudikarii 6e3
HAJIEXKHOI aBTOpM3allii MNPU3BOAUTH 1O 3HAYHUX (DIHAHCOBUX BTpAT, IOMUIKOBOTO
HapaxyBaHHsI IUIATEXIB 1 MOPYIIEHHS O13HEC-TIPOIIECIB.

3arpo3u JOCTYMHOCTI CIIPSMOBaHI Ha BUBEACHHS 3 Naay OiUTiHroBux miaargopm abo
OKpeMHUX KOMIIOHEHTIB iXHbOI iHppacTpykTypu. TunoBumu nposiBamMu Takux 3arpo3 € DDoS-
aTaKy Ha 30BHIIIHI Ta BHYTPIIIHI CEpBiCH, IEPEBAHTAXKEHHS OUTIHTOBUX MPOIIECOPIB BEIUKOIO
KUTBKICTIO 3amuTiB a00 TeJIeMeTpUYHHX MakeTiB, OJOKyBaHHS JOCTymy 10 0a3 IaHuX,
HOPYILIEHHs pOOOTH JaTa-LIeHTpiB abo OOUYUCIIOBAIbHUX KiacTepiB. Y eHepreruui Ta loT
JI0JTATKOBUM (DaKTOPOM CTarOTh MacoBl aTaky Ha MPUCTPOi ab0 LUTIO3H, K1 MOXKYTh CTBOPUTH
HITY4YHE NEPEBAHTAXKEHHS Mepeski a00 JIAaHIFOTOB1 BIZIMOBH.

OxkpiM TpaauLIHHUX aCMEKTIB KOH(D1IEHIIHHOCTI, HIJTICHOCTI Ta JOCTYIHOCTI, O1JIIHIOBI
CHCTEMH MaroTh crenu(iyi kareropii 3arpo3. /o HUX HajexaTh 3arpo3u ayTeHTUYHOCTI Ta
HEMPUYETHOCTI, SIKI TIOB’s3aH1 3 MOMJIMBICTIO TIMIHUA KOPUCTYBaya, MPUCTPOIO abo JKepena
naHux. Hanpukian, y eHepreTH4HuX cucteMax — Iie miamina smart-meter, B [oT — kiioHyBaHHS
NPUCTPOIB. [HIIMM BaXJIMBUM KJIACOM € 3arp03U KOPEKTHOCTI O0JIIKY, KOJIM aTaKu CIPSMOBaH1
HE JIMIIE Ha 3MIHY JaHuX, ajle ¥ Ha MaHINyJsLiio alropuTMamMu Tapugikaiii abo JIOTiKOo
OUTIHTOBHX ITPOILIECIB, IO MOXKE CTBOPIOBATH 3HAYH1 30UTKH MPU MacIITAOHOMY 3aCTOCYBaHHI.
Takox BaroMme Micie 3aiiMaroOTh 3arpo3u, MOB’sA3aHi 3 IHTETpaliiHUMU MeXaHi3MaMH. bimiHr
MPaKTUYHO 3aBXK]IM MpaIltoe 3 30BHIMHIMEU cucteMamMu — CRM, OSS, miaTiHUMU IUTI03aMHU,
MepeXeBUMH By3J1aMu, Iutatpopmamu 300py Tenemerpii Ta API moctavanbHuKiB. Ypa3nuBocTi
B [IUX IHTETpAIifHUX KaHajaX, a TAKOXX HEJOCTaTHS aBTEHTHUYHICTh JKEpena JaHuX, cladki
MeXaH13MHU MU (pyBaHHS, HEIOCTATHIM KOHTPOJIb JOCTYIy a00 1H’ €KIiHHI aTaKH MOXKYTh CTaTH
MIPUYHHOIO KOMIUIEKCHOTO TTOPYIICHHS pOOOTH BCi€l iHQpacTpyKTypH.

BiniHroBi cuctemMu 3a3HAIOTh BIUTMBY IIMPOKOTO CIEKTPa Kibep3arpos, 1o OXOITOTh
K KJIACH4YHI acreKkTH iH(opMaiiiHoi Oe3reku, Tak 1 crnenudiuni ramyseBi pusuku. Lle
00yMOBIItO€ TOTpeOy B KOMIUIEKCHIH MOJIENI 3arpo3, 3AaTHIH ypaxyBaTH PpI3HOMaHITTA
TEXHOJIOTIYHUX IUIaTGOpM, OCOOIMBOCTI CTPYKTYp HaHUX, CLEeHapii iHTerpauii Ta JOTIKY
00JIIKOBHX Omepartii.

TexHoJorii Ta cTanaapTu 3axucrty. 3a0e3neueHHs O€3MeKU JaHUX y CY4aCHUX OUTIHTOBHUX
cUcTeMax BHMarae 3acTOCYBaHHsSI KOMILJIEKCHOTO MIiAXONY, SKMH MOeIHye KpUOTOrpadidHi
TEXHOJIOT1l, MEXaHI3MHU KOHTPOJIO JIOCTYIy, MEPEKEBUN 3aXUCT, CUCTEMH MOHITOPUHTY Ta
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criemianizoBadi ramy3eBi craHmapTH. OCHOBOIO TOOYIOBH TaKOro 3axXHCTy € BUMOTH
MDKHApOJAHUX cTaHAapTiB, 30kpema ISO/IEC 27001, ISO/IEC 27002, pekoMeHaallii cimeicTBa
NIST 800 [13], a Takox ranyzeBux crnerudikamii DLMS/COSEM, ETSI ta TM Forum, siki
BHU3HAUYAIOTh 000B’SI3KOBI MapameTpu Oe3meku ajs enepretnyHux ta loT-matdopm.

KnroyoBuM HampssMOM € 3aCTOCYBaHHS Cy4YaCHMX KpuOTOrpagidHuX METO/IB.
HIudpyBaHHs JaHUX Y CTaHI CIIOKOIO Ta Mij Yac nepeaaBanHs € QyHIaMEHTaIbHO BUMOTOIO
JUTSL 3aXUCTY OLTiHTOBOT 1H(OpMAIIii, sika MOXKe BKJItoYaTH (DIHAHCOBI TpaH3aKIIii, MepCOHATbHI
JaHi crokuBaviB. HalmommpeHimuM cranaapToM cuMmerpuyHoro mudpysanas € AES-256
[14], sxuit 3a0e3medye BUCOKUWA pPIBEHb CTIHKOCTI 10 KPUNTOAHANITUYHUX aTak 1
pexomenpoBanuii NIST i BHUKOpHCTaHHS B KpUTHYHHUX iH(opmaniiinux cucremax. J[ms
3aXMCTY JIaHUX T Yac rnepeaavyi BAKOPUCTOBYIOThCS Kpuntorpadiuni mporokonau TLS 1.2/1.3
a6o SSL, 1mo 103BOJISIOTH 3a0€3MeUUTH HITICHICTh 1 KOH(IICHIIHHICTh Y MpoLeci B3aeMOil
MDK OUTIHTOBHMMH CEpBicaMU Ta 30BHIIIHIMHU IuiaTdopmamu. J[omatkoBuM piBHeM Oe3neku
BUCTYIAIOTh amapatHi Moayii kepyBanHs kimodamu (HSM abo KMS), siki 3a6e3meuyroTh
CTBOPEHHSI, 30epiraHHs Ta poTalilo KpunTorpadiyHUX KIHOYIB Y 3aXUIICHOMY CEPEIOBHIII,
YHEMOJJIMBITIOIOYM HECAHKIIIOHOBAHWH JOCTYN 10 KJIFOYOBOTO Marepiady HaBiTh y pasi
KOMITPOMETAIlil OKPEMHUX KOMIIOHEHTIB iH)PACTPYKTYpH.

BaximBoro yacTHHOIO 3aXHCTy € moOyaoBa HaAIMHOI cUCTeMH aBTeHTH(IKalii Ta
aBTopu3aiii. Y OUNHINOBHUX CHCTEMax, IO B3a€MOJIIOTH 13 MIJbHOHAMU KOPUCTYBauiB 1
TUCSIYaMHU MDKCHUCTEMHHUX IHTErpalliii, KIacH4HOi MapojbHOI aBTEeHTHU(IKALii HEJOCTaTHBO.
CyuacHi mnatdopMu BIPOBaKYIOTh OaratodaktopHy aBTreHTHdikaniro (MFA), ska moxe
BKItoyatu SMS- abo push-komu, TOTP-gogatku, 6iomeTpudni MeToan abo anapaTHi TOKEHH,
3okpema FIDO2-cymicHi npuctpoi. Lli mexanismu BignoBigaroTh pekomenaauism NIST SP
800-63 [15] momo piBHiB ymeBHeHOCTI B aBTreHTHU(ikamii Ta ISO/IEC 29115 [16], sxi
BH3HAYalOTh BUMOTH JI0 €JIEKTPOHHOI 1IeHTU]iKallii Ta JoBipunx cepBiciB. [ MixkcepBiCHOT
B33a€MOJIi1 3aCTOCOBYIOTHCSl CTaHIAPTHU30BaHI MPOTOKOJM aBTopu3aiii, Taki sk OAuth 2.0,
OpenlD Connect Ta SAML, 1110 1al0Th MOXJIUBICTb LIEHTPATII30BaHO KOHTPOJIIOBATH JIOCTYII 1
3anobiratu HecaHkuioHOBaHUM API-Bukimkam.

MepesxeBuit 3aXUCT OUTIHTOBUX MIIAT(OPM € 1€ OAHUM (PYyHAaMEHTAILHUM HaIPSIMOM
3a0e3neueHHsl KibepOe3neku. VY 0araTOKOMIIOHEHTHHMX apXITEKTypax, SKI BKIIOYAlOTh
OUTIHTOBI TMpOLIECOPH, XMapHi cepBicH, 0a3u gaHux Ta iHTerpauiiini API, HeoOXigHO
CTBOPIOBATH CETMEHTOBAHE MEPEKEBE CEPEOBUIIE 3 BUKOPUCTAHHIM OpaHIMayepiB HOBOTO
MOKOJIIHHA, CUCTEM BUsBIEHHS Ta 3anobiranHa BToprHeHHsM (IDS/IPS), iHcTpymeHTiB
BUSIBJICHHS aHOMaJIbHOI aKTUBHOCTI Ta 3axuineHux VPN-tynemiB. Ili cucremu 3maTHi
CBO€YACHO (hiKCyBaTH HETHIIOBI 3alUTH, CIIPOOM MOPYLIECHHS MEepUMETpa, a TaKoX aTakH,
CIPSIMOBaHI Ha MaHIMYJISL1I0 OLTIHTOBUMH MPOLIECAMHU.

BaxnuBoro CKIaZloBOI0  KOMIUIEKCHOTO 3aXMCTy € IHTerpoBaHi IUIaTGOpMH
MOHITOPUHIY Ta pearyBaHHs, 30kpemMa SIEM-cuctemu Ta Ttexnonorii SOAR. Bouu
JIO3BOJISIFOTH  30MpaTH JIOTM MOJIM 13 pPI3HUX €JNeMEHTIB OUIIHroBoi 1HQPACTPYKTYpPH,
KOpPEeTIOBaTH IHIWJCHTH Ta aBTOMAaTH3yBaTH IPOIECH pearyBaHHS Ha IiHOUAeHTH. s
OUTIHIOBUX CHCTEM, SIK1 MPAIIOIOTh 3 BUCOKOIO IHTEHCUBHICTIO 3alUTiB, MOXKJIMBICTb BUSBIISITH
aHOMaJTiT Ha OCHOBI TTOBEIIHKOBUX MOJIEJIEH € KPUTUYHOIO JJIS 3amo0iraHHs 3JI0BXKHBAHHSIM,
danbcudikarii TpaH3akiiii 0o aTak Ha CUCTEMH OHJIaH-TapH}iKarii.

B eneprernunux Ta loT-mardopmax 101aTKOBY poiib BiIIrpalOTh Tady3eBl CTaHAAPTH.
B enepreruunux cucremax npotokonu DLMS/COSEM Bu3HavyaoTh MeXaHi3MU MUPPYBaHHS
Ta aBTeHTU(IKAIT 17151 smart-meter KOMYHIKaIlii, 1mo 3ade3nevye MuUTICHICTh 1 aBTEHTUYHICTh
nepenanoi tenemetpii. Y cgepi loT Baxknuumu € Bumoru ETSI EN 303 645, 1o Bu3Ha4aoTh
0a3oBi mapameTpu kibepszaxucty loT-mpuctpois, 30KkpemMa BUMOTH 10 OHOBJICHHS TIPOIITUBKH,
YHIKaJIbHUX 1I€HTU(IKATOPIB, IIM(PPYBAHHS JaHUX 1 3aXUCTY Bl MAHIYJIALIIH.

TexHonorii Ta cTaHAapTH 3aXUCTy OUTIHIOBHX CHCTEM (OPMYIOTH OaraToOpiBHEBHI
KOMILJIEKC, SIKUH OXOIUTIOE KpHUNTOrpadiuHi MexaHi3MH, aBTEHTHU(IKallilo Ta aBTOpH3AIlilo,
MepekeBy Oe3leKy, MOHITOPMHI MOJiil 1 rajy3eBl CTaHAapTH (QyHKLIOHYBaHHs. Yci i
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€JIEMEHTH MaloTh OyTH Y3TO/DKeHI B €QWHIA cucTeMi, 1o 3abe3nedye Oe3mepepBHUM 1
CTaHJAPTU30BAaHUN 3aXUCT KPUTHYHO BAXIIMBUX OUTIHIOBUX IIaT(HOPM.

ApXITeKTYPHi CTAaHIAPTH 3aXUCTY. APXITEKTYPHI CTAaHJAPTH 3aXUCTy CyYaCHUX OLTIHTOBHX
cucteM (hOpMYIOTbCS Ha OCHOBI BHMOT JI0O BHCOKOI JOCTYHHOCTi, Oe3mepepBHOCTI Oi3Hec-
MIPOIIECiB 1 CTIMKOCTI 0 Kibep3arpo3, ocKiabku eHepreTudHi Ta loT-OumiHroBi miardopmu
NPAIIOIOTh Y PEXKUMI PEeaJbHOT0 Yacy Ta 00poOIstoTh BeNuKi 00csaTu Tpan3akuii. [IpoBigHo0
TEHJICHIII€I0 € PO3IO/IIJICHA apXiTEKTYypa, 0 OXOILTIOE JeKIJIbKa HE3aJeKHUX J1aTa-1IeHTPIB Ta
XMapHHUX CETMEHTIB, PO3TALIOBAHUX Y PI3HHUX reorpadiunux perionax. Takuii miaxiza 1ae 3mory
3a0€3MeYHTH CTIMKICTh /10 TEXHOTEHHHUX aBapiid, Gi3MUHUX 3arpo3 1 KibepaTak, OCKIIbKH KOXKEH
13 CEerMeHTIB MOXe BUKOHYBaTH (YHKIIi pe3epBYyBaHHS Ta B3AEMHOTO JyOJIFOBaHHS.
['eopo3necena iHGpacTpyKTypa J03BOJIsE PeaTi30ByBaTH CTparterii 6e3nepepBHOCTI Oi3HECY 3
KOHTpOJIboBaHUMU TTokazHuKkamu RTO ta RPO BignosigHo 10 MixkHapoaHoro cranaapry 1ISO
22301 [17], 3abe3medyround MOXKJIUBICTh BiTHOBJICHHS TMOBHOI ()YHKIIIOHAIBLHOCTI CHCTEMH
HaBiTh y pa3i BTPATH OJAHOTO 3 OCHOBHUX IIEHTPIB 00OpOOKH JaHUX.

BaxnuBoro CKJIaIOBOIO  apXITEKTypH 3aXUCTy € BHMKOPHCTaHHS HE3aJIeKHUX
KOMYHIKaI[ifHIX KaHaJliB, MPOKJIAJACHUX PI3HUMH IpoBaiiiepamMu abo (i3uvHO BiIAaTCHUMHU
mapuipyramu. Lle 103Bossie YHUKATH CHUTYyallii, KOJM BHXiA 3 Jlaly OJHOIO KaHally CTae
KPUTUYHOIO TOYKOIO BiZIMOBH /IS BCi€l OumiHroBoi miardgopmu. ¥ cepepoBumiax loT-0imiHry
TAaKO 3aCTOCOBYETHCS MYINbTUIUIEKCYBaHHS TexHonorii mnepenaui (LTE-M, NB-IloT,
LoRaWAN, Ethernet), mo migBuiiye rHyYKiCTh MapHIpyTH3alii Ta 3abe3nedye JT0AaTKOBI
MOYJIMBOCTI JUIsl 00X0/ly NepPEeBaHTaKEHUX a00 HEJOCTYMHUX AUISTHOK Mepexi. [lapanensHo 3
M GOopMYIOThCS TyOIItoBaibHI 6a31 JaHWUX 13 3aCTOCYBAaHHSIM CHHXPOHHOI 200 aCHHXPOHHOT
perunikaiii, KiIacTepHHX KoH(Irypamiii 1 MexaHi3MiB aBTOMATUYHOTO TEPEMHUKaHHS Ha
pe3epBHI By3nu. lle KpUTHYHO BaKIIMBO /s 3a0e3nedeHHs Oe3nepepBHOI poOOTH MOYIIiB
TapuduKaiii, MapmpyTuszamii TpaH3akuid, (opMyBaHHS pPaxyHKIB 1 CXOBHUII ICTOPUYHHX
naanx. Cucremm opkectpanii (Hampukman, Kubernetes a6o OpenShift) mocriiiHO
KOHTPOJIIOIOTh CTaH 3aCTOCYHKIB, BHMKOHYIOTH IIEpEBIpKM iXHBOI Ipale3laTHOCTI Ta
ABTOMATHYHO TIepe3anyCcKatoTh a00 NepEeHOCUTh KOHTEHHEPH Y BUTIAIKY BHSBICHHS aHOMAiH.
3axucT MepekeBoi IHPPaCTPyKTypH BUOYIOBYEThCS 3a MPUHIUIIAMU CEIrMEHTAIll] Ta 13011
KPUTHYHUX KOMIIOHEHTIB. Mepeka MoUIsIETbCsl Ha 30HU JJOBIPU, MK SIKUMH BCTaHOBIIIOIOTHCS
CyBOpi IpaBHJa B3a€MOJIi, 10 BiAmoBigaroTh migxomam crangapra IEC 62443 [18]. Taka
CTPYKTypa Ja€ MOXJIUBICTb MIHIMI3yBaTH TOPHU3OHTAJbHE IMOIIMPEHHS aTak y pasil
KOMIIpOMETAIlii OJHOTO 3 KOMIIOHEHTIB. /[l KOHTpoiro B3aeMojii MK CerMeHTaMu
3aCTOCOBYIOTbCS OaraTOpiBHEBI MIKMEpPEKEBI €KpaHHU, MIKpocerMeHTalisl Tpadiky Ha piBHI
KOHTeHHepiB abo BipTyaJlbHUX MallUH, a Takoxk migxig Zero Trust, sxuil nependavae
MOCTIWHUN KOHTPOJIb JOCTYIY HE3aJIeKHO BiJl TOTO, Jie TIepedyBae KopucTyBay abo cepsic. Y
cepenoBHINax OUTIHTIB €HepreTUKH A0JaTKOBO BIpoBamkytoThcs BuMord NERC CIP mono
OOMEXEeHHS TOCTYNy J0 KPUTHUYHOI 1HQPACTPYKTYpH, BEACHHS XKypHaANIIB I orepaTopiB 1
30epexeHHs TOBHOTO TPacyBaHHs OIlepallii.

[lenTpamizoBaHuii MOHITOPUHT, 110 3AliicHIOETbes uepe3 SIEM-cucremu, €
(byHIaMEHTAILHUM €JIEMEHTOM apXiTEeKTYpPHOTO 3aXUCTy. BUTIHroBi miaTopMu reHepyroTh
3HaYH1 00CATH KypHAJIiB, K1 HEOOXITHO arperyBaTu, aHajli3yBaTu Ta KOPEIIOBAaTH MK cO0010
JUIs BUSIBJIGHHS aHOMaJbHUX Nofii. 3aBisaku inTerpanii 3 cuctemamu SOAR moxinBe
aBTOMAaTUYHE BUKOHAHHS CIIEHAP1iB pearyBaHHs: OJIOKYBaHHS M103PLI01 aKTUBHOCTI, 1301511151
IHIIMIEHTHUX BY3JiB, 3MiHa MapupyTiB Tpadiky albo 3amyck mpolenyp aBapiiiHOTO
NIepeHeCceHHs Ha pe3epBHI cepeioBuINa. Taka aBToMaTH3allisl 3HAYHO CKOPOUYE Yac pearyBaHHs
Ha IHIUACHTH, [0 KPUTUYHO JIJIsl CUCTEM, Y SKHUX 1epe0oi po6oTu Oe3nocepeHbo BIUTMBAIOTh
Ha (iHAHCOBI1 onepallii Ta sIKiCTh 00CITYyrOBYBaHHS KIIIE€HTIB.

VY KxoMIuiekci BCi LI apXiTeKTypHI 3aXoiu 3a0e3MeuyroTh BiMOBIIHICTh OLTIHTOBHUX
cuctem MikHapogHum Hopmam [EC 62443, ISO 22301, NERC CIP Ta ISO/IEC 27001,
dopMyIOUHM CTaHIAPTU30BAHUM MiJXiJ 10 MOJENIOBaHHS 3arpo3, YHPaBIiHHS PU3UKaAMH Ta
3a0e3nedyeHHs] Oe3MepepBHOCTI OMepaIiitHuX mporeciB. Taka CTPYKTypoOBaHa apxiTEKTypa
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JTO3BOJISIE TMIIBUIIUTH PIBEHb KIOEPCTIMKOCTI Ta rapaHTyBaTH CTaOlIbHY POOOTY OUTIHTOBUX
wiatdopmM B enepretuyHiit Ta loT-cdepax.

CrannapTu3oBaHa Mmojaeab 3arpo3. CTaHIapTH30BaHAa MOJENb 3arpo3 Uil Cy4acHHX
OiiHroBUX cucteM B eHepreTuuHiil Ta loT-chepax Mae oXoIIroBaTH KOMIUIEKCHY CYKYITHICTD
PHU3HKIB, SIKI BAHUKAIOTh Ha BCIX PIBHAX (PYHKI[IOHYBaHHS IJIAT(HOPMHU — BiJl 0OpOOKH TaHUX 1
B3a€MOJi1 3 KOPHUCTyBayaMH JI0 MEpPEXKEBHX KOMYHIKalid, iH(PpacTpyKTypu Ta 30BHILIHIX
inTerpamiii. Ii GopMyBaHHSA IpyHTYeThCS HA NPUHIMIAX CHCTEMHOTO aHANi3y, BpaxyBaHHI
cnenniku mpenMeTHOi obyacTi Ta 3acTocyBaHHI MikHapoaHux pexomenpauiii STRIDE,
OWASP, ENISA Tta NIST, mo 103Bojsie CTBOPUTH YHI(pIKOBaHY CTPYKTYpPY OIlIHFOBAHHS
3arpo3 JUIs pi3HUX THIIB OLTIHTOBUX CEPEIOBHIII.

Ha piBHI 1aHuX 10 MOl BKIFOYAIOTHCS 3arpO3H, MOB’sA3aH1 3 MOXJIMBICTIO BUTOKY
NepCOHaNbHOI, (iHAHCOBOI Ta TpaH3akUidHOI iH(OpMauii, miaMiHOI abo Moaudikaiiero
KPUTUYHO BKJIMBHX 3allACiB, HECAHKI[IOHOBAHWM JIOCTYIIOM JO KJIIOYiB HIHM(pPYBaHHS Ta
HNOPYIICHHSAM LTICHOCTI apXiBiB. OcobmuBoi yBarm morpedye 3axuct 0a3 JaHUX OUTIHTY,
OCKUJIBKM BOHH MICTATH iH(MOpMaIiito mpo Tapudu, 00K CIIOKUBAHHS PecypciB, (iHAHCOBI
orepariii, kirodi qoctyiy 10 loT-prucTpoiB Ta icTOpito TpaH3aKIii KOPUCTYBadiB. Y CUCTEMax
E€HEPreTUYHOTO CEKTOPY JIOJIATKOBHM PU3UKOM € MOJJIMBICTh MaHIMyJTFOBAaHHS MOKa3HUKAMHU
JTYMIBHUKIB 200 BTpydaHHs y OanaHCyBaHHS HABaHTA)XEHb Yepe3 3MiHY JTaHUX.

PiBeHb KOpHCTYBauiB OXOILUTIOE PH3UKH, IIOB’S3aHI 3 aTakaMH Ha MEXaHI3MH
aBTeHTU(IKallii, COLIaTbHO-IHKCHEPHUMH METO/JaMU BUKPAJCHHS OOJIKOBHX JaHUX,
HIKI/UTMBUMH A1SIMH BHYTPIIIHIX CMIBPOOITHUKIB, @ TAKOXK CIIEHAPISIMH MiABUILIEHHS IPUBLJIEIB.
VY OuniHroBux miaTgopmax, Je 4acTo peajli3yeTbesi OaraTopiBHEBHH IOCTyI (OmepaTopH,
aJMIHICTPATOpPHU, TEXHIYHI KOPHCTYyBadi, CTOPOHHI IHTETPaTOpH), Il PU3IUKU MOCUIIOIOTHCS
PI3HOMAHITHICTIO pOJed Ta CKJIATHICTIO MOJITHK KOHTPONO jgoctymy. Hemomiku B
aBTeHTH(iKalii abo BiACYTHICTH 0araTo(akTOPHOrO 3aXUCTY MPU3BOIATH 0 MOMIJIHUBOCTI
KOMITpOMeETAIlii 00TIKOBHX 3aITUCIB 1 MOAAIBIIOTO BIUTUBY HAa PO3pPaxyHKOBI MOYJIi, (DiHAHCOBI
omepariii abo 1aHi KOPUCTYBaYiB.

Taboauus 1.
[Mpiopure3artis BpaznmuBocteii [19-21]
Vulnerability Component Likelihood Impact Risk
API key exposure API Gateway 4 5 20
CDR tampering Rating Engine 3 5 15
Queue flooding Billing Queue 5 3 15

MepexeBuil piBeHb Mojeni 3arpo3 Bkitoyae DDoS-aTaku, ckaHyBaHHS BIIKPHUTHX
MOPTIiB, aTAKyBaHHsI TPOTOKOJIIB B3a€EMO/I11 MI>K CEpBICaMU, 1H €KI[IIHI Ta IHTEPIICIIiTHI aTakH,
6oTHeT-akTHBHICTh, MITM-crieHapii, ciyQiHr Ta MaHiNmyJIOBaHHS Mapuipyramu Tpadiky. Y
CyyaCHMX OUIIHFOBHX 1H(QPACTPYKTypax, $KI LIMPOKO 3aCTOCOBYIOTH MIKPOCEPBICHY
apxiTeKkTypy, pizHoMmaHiTHI API, KoHTelHepH3alil0 Ta XMapHi CEpBICH, MEPEXEBI 3arpo3u
CTalOTh OCOOJIMBO aKTyaJlbHUMH, OCKUIBKH KOKEH CEpBIC BIAKPUBAE HOBI MOTEHIIIHI TOYKU
BXOJIy JIJISl aTak.

[HdpacTpykTypHUll piBeHH OXOILTIOE 3arpo3u (HI3UYHUX aTak, aBapii y AaTa-IeHTpax,
BiIMOB 00J1aJHaHHSI, 3001B Y poOOTi eHepromnocTayaHHs, MoKex, 3aTOIJICHb, a TAKOXK PU3HKIB,
MOB’SI3aHUX 13 XMapHUMHU MpoOBaiepaMy, BKJIIOYAIOYM KOMIIPOMETALII0 KOHTEHHEPHUX
cepenoBulll a00 BIPTyaJbHHUX MallMH. 3HAaYHA YacTMHA OUTIHFOBHX IIaT(GOPM CHOTOJHI
pO3TropTaeThCs y TIOpUAHUX a00 MYJIBTHXMapHHUX CEpeloBUIIAX, 10 MOTpeOye BpaxyBaHHS
JIOJJATKOBHUX 3arpo3, OB’ SI3aHUX 3 HEMPABWIBLHUMH KOH(ITypalisiMi, HEJOCTATHIM KOHTPOJIEM
JOCTYITY 70 XMapHUX PECYpCiB 1 MOMIJIKaMHU y TIOJNITHKaxX Oe3neku. Y cdepi eHepreTUKu
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JIOIUTHHUM € BpaxXyBaHHsI 3arpo3, SKi BIUTMBAIOTh HA KPUTUYHY 1HPPACTPYKTYPY Ta MOXKYTh
BUKIIMKATA MacOBI1 BIAKTFOUEHHS a00 MOPYIIIEHHS pOOOTH CMapT-MEPEK.

[aTerpariiiii 3arpo3u CTOCYIOTHCS B3a€MOJii OUNIHTOBHUX TUIAT(GOPM 3 30BHINIHIMU
cepBicamu, API, mmarikaumu unmo3amu, loT-mmargopmaMu, CTOPOHHIMH —CHCTEMaMu
moHiTopuHry, CRM Ta ERP. TumoBumu € APIl-ataku, ekcruryararisi Bpa3jiuBOCTEH Yy
CTOPOHHIX 010J1i0TeKaX, MOPYIICHHS IIICHOCTI IepeaBaHHs JaHUX, M1 MiHa 3aMUTIiB, 8 TAKOXK
3arpo3u, MOB’si3aHi 3 HEKOPEKTHOK (ibTpaiiero Tpadiky MK 30BHIITHIMUA Ta BHYTPIIIHIMH
mMonyisiMu. Y cucremax loT-OimiHry okpeme 3HAYeHHS MAalOTh PHU3MKH KOMITpOMETallii
BOY/IOBaHHMX MPHUCTPOIB, TPOIMUBOK, MPoToKoJaiB MQTT ta CoAP, 110 npsMo BIUIMBAIOTh HA
TOYHICTH 300py NOKAa3HHKIB 1 KOPEKTHICTh HAPaXyBaHb.

O0’enHaHHA BCIX MEpeiueHUX CKIAJOBHUX Y €IMHY CTaHIApTU30BaHy MOJEIb 3arpo3

Jla€ 3MOTY KOMIUIEKCHO OIIIHIOBAaTH PU3MKH, CTBOPIOBATH YHi(iKOBaHE CEpEeNOBHIIE IS
aHaJli3y Bpa3JIMBOCTEM Ta BHU3HAYaTH IPIOPUTETHI HaNpsMU 3aXUCTy. BukopucrtanHs
npuniuniBs STRIDE 3a6e3nedye cTpykTypoBaHy Kiacu(ikaiito 3arpo3 3a TUIIAMH BIUIMBY —
MiMiHa, MApoOKa, PO3KPUTTS iH(POpMaIlii, BITMOBa B 00CITyroByBaHHI, €CKajallis MpUBLIETB,
nopyueHHs niricHocti. Jlotpumanas pekomenaaniii OWASP rapanTye akTyanbHICTh MOJEINI
st cydyacHux BeO- 1 APl-opieHToBaHMX OUTIHTOBHX cucTeM. Takuil MiAXig 103BOJISIE
chopMyBaTH Y3TO/KEHY apXiTeKTypy Oe3lekd, M0 OIHAKOBO e(QEKTUBHO TPAIIOE B
eHepretuuHux Ta loT-cepemoBuinax, 3abe3meuyroud HaJeKHUHM piBeHb KiOep3axucry Ta
CTIMKICTh KpUTHYHHX TPOLIECIB OLTIHTY.
BucnoBku. Ctannaptuzaiiis JKepel 3arpo3 1js OUTIHIOBUX CUCTeM Y cdepax eHEepreTHKHU Ta
IoT € HEBix’ eMHOO CKIIaO0BOIO (DOPMYBAaHHS HAMIMHOI Ta CTIHKOT IHYPACTPYKTYPH CydacCHUX
U(PPOBUX CEPBICIB. BanOBy'IO‘II/I CTpIMKE 3pOCTaHHS O0OCAriB JaHMX, IHTEHCHBHICTh
TPaH3aKIIMHUX TPOIECIB 1 B3AEMOMIID CHUCTEM Y pO3MOJUICHUX CEpelOBHINAX, CaMe
yHi(pIKOBaHUH MiJIX1J 10 MOJCIIIOBAHHS 3arpo3 J03BOJIsS€ 3a0€3MeYUTH CUCTEMHICTh aHamli3y,
IIPOTHO30BAHICTh PU3UKIB Ta €(PEKTHBHICT pealizallii 3aXMCHUX MEXaHi3MiB. BukopucTanus
MDKHapOJHHX cTaHaapTiB, Takux Kk ISO/IEC 27001, 27005, NIST SP 800-30, OWASP ASVS,
MITRE ATT&CK ta aktyansHux pekomenaamiii ENISA, cTBoproe Meromomnoriuny 6a3y, ska
CHPSIMOBY€E OpraHi3allii Ha BOpOBa/KEHHs HalKpaIiux CBITOBUX MPAKTHUK 111010 KibepOesnekn
KpuTHuHUX Tuiatdopm. lle He nuine migBUINYE PiBEHb B3a€EMHOI CYMICHOCTI apXiTEKTYp 1
nporenyp Oe3nmeku, a i 3a0e3neuye MOXKIUBICTb HE3AIEKHOIO ayIuTy, KOPEKTHOTO
OLIIHIOBAaHHS 3aXUIIEHOCTI Ta GOpMyBaHHS OOIPYHTOBAHUX TEXHIYHUX BUMOT ISl pO3POOHUKIB
Ta ONepaTopiB OLTIHFOBUX CHCTEM.

CyuacHi OUTIHTOBI pillIeHHS € OaraTopiBHEBUMH i 4acTO BKIIIOYAIOTh JIOKAJIbHI, XMapHi,
riopuaHi Tta nepudepiiiHi KOMIOHEHTH, 10 (OpMye J10JIaTKOBI BEKTOPH aTak 1 301bIIye
CKJIaHICTh 3a0e3mneyeHHs ix kibepcriiikocTti. BinmoBinHo, cTaHmapTH30BaHa MOJENb 3arpo3
HA/la€ MOXKJIMBICTb  KOMIUIEKCHO OLIHUTH MOTEHLIMHI pHU3UKH, MOYMHAIOYU BiJ
HETPAaBOMIPHOTO JOCTYIy Ta MAaHIMyJSIiH 13 TpaH3aKUiHHUMH MOTOKAaMH 1 3aBEpIIYIOUH
[JIMOIIUMHU 3aTPO3aMHU, TAKUMH SIK KOMITPOMETallis MO/1yJIiB OUTIHTY, BUKPUBJICHHS TOKa3HUKIB
CIOXKMBaHHSA eHeprii abo BTpydaHHs Yy mnpouecu Tapudikanii loT-npucrpoi. Yitke
CTPYKTYpYBaHHs 3arpo3 3abe3neuye (opMyBaHHS MOTO/DKEHUX CLIEHapliB pearyBaHHS,
ONTHUMI3AII0 TOMITHK JOCTYIy, NPaBWIbHY MMOOYIOBY KPUNTOTpaiqyHOTO KOHTYPY Ta
3aCTOCYBaHHS MEXaHi3MiB 6araToakTopHOI aBTeHTH(IKALIIT, 110 CYTTEBO 3HUKYE MOXKIIUBICTD
YCHIIIHUX aTaK Ha KPUTUYHI KOMIIOHEHTH CUCTEM.

OpHUM 13 KITIIOYOBUX pe3yJbTaTiB CTaHAAPTU3ALil € MOXKJIHMBICTb BIIPOBAKEHHS
0e3mepepBHOT0 MOHITOPHHTY 3arpo3 i3 BUKOPUCTAHHSIM aBTOMATH30BaHUX CUCTEM BHUSBIICHHS
aHOMaJiH, Kopemsiii mo/iii, MOBEIIHKOBOTO aHali3y Ta aJaNTUBHUX MEXaHI3MIB pearyBaHHS.
Y moenHaHHI 3 TeOpe3epBYBAHHSAM 1HQPACTPYKTYPHHUX €JIEMEHTIB, PO3MOALICHUMHU
MeXaHi3MaMH BiJHOBJIEHHS Ta LU(POBUMH cepTHU(DIKAIMHUMU TIATPOPMaMHU 1€ CTBOPIOE
CTIAKY €KOCHUCTEMY, 3aTHY (YHKIIIOHYBAaTH HaBITh y pa3i MacmTaOHUX KibepaTtak abo 3001B
Ha OKPEMHUX By3/Iax Mepexi. BainmBo Tako, 10 CTaHAApTHU3aLlis CIpPHsE MiJABUIICHHIO
MPO30POCTI B3aEMOIT MIXK pI3HUMHU CyO’€KTaMU PHHKY — [OCTa4aJbHUKAaMU IOCIHYT,
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orieparopamu iHPPACTPYKTYPH, AyTUTOPAMH, PETYJIITOPAMHU Ta BAPOOHUKAMU €HEPTETUIHOTO
00J1a THAHHS.

YSaraJ'IBHI-OIOLII/I, MOXHa CTBCP’KYBATH, 1ITO CTaH,I[apTI/I3aL[iH Moneneﬁ 3arpo3 BUCTYIIA€

byHIaMEHTOM JUIsl PO3BUTKY 3aXHUIIEHUX OUTIHrOBHX miaaTdopM, sKi BiIMOBIIAIOTH BUMOTaM
KibepOe3neku cydacHOro nugpoBoro cycrniibcTBa. Bona 3abe3nedye edekTHBHE YIIpaBIiHHS
pPHU3UKaMH, MiBHILY€E PIBEHb JOBIPH KOPHCTYBaUiB 1 Oi3HECY 10 KPUTUYHUX CEpBiciB, (hopmye
OCHOBY JIJIsl BIPOBAXKEHHS 1HHOBAI[IM 1 3MIIHIOE 3arajibHy KiOEPCTIMKICTh Tally3eH, y SKUX
TOYHICTb, O€3MEePEPBHICTH 1 Oe31eKa 0OpOOKHU JaHUX MAIOTh BUpIIIadbHE 3HAYCHHS.
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STANDARDIZATION OF THREAT MODELS FOR MODERN ENERGY BILLING
SYSTEMS WITH IOT TECHNOLOGIES
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Modern billing systems in the energy sector and 10T platforms perform a critically important function of service
accounting, transaction processing, and handling large volumes of data. The high concentration of financial,
personal, and telemetry information makes them strategically significant targets, where violations of system
integrity or availability can lead to substantial financial losses, infrastructure disruptions, and security risks. The
development of digital technologies, cloud services, API integrations, and 10T devices has created new attack
vectors, including exploitation of vulnerable configurations, access management errors, weaknesses in 10T
protocols, as well as social engineering and DDoS attacks, which increases the value of transactions and the
potential scale of damage. In this context, the cyber resilience of billing platforms requires not only technical
measures but also the development of a unified, standardized threat model. Such modeling enables systematic risk
assessment, attack scenario forecasting, identification of key vulnerabilities, and the development of multi-layered
protection mechanisms tailored to the specifics of the industry. Modern threat modeling approaches (STRIDE,
LINDDUN, MITRE ATT&CK) partially address risks but do not provide a comprehensive, unified analysis
specifically for billing systems. Therefore, the creation of a standardized model that considers transactional
features, integration channels, network architecture, and 10T devices is highly relevant. The proposed model
provides multi-layered data protection—from telemetry collection on 10T meters to processing on billing servers.
Cryptographic methods (AES-256, ECC), secure transmission protocols, multi-factor authentication, and
monitoring and anomaly detection systems are employed. The architecture ensures integrity, authenticity,
confidentiality, and operational resilience, while the standardized approach allows adaptation of the system to
different network and cloud environments. Key threat categories include violations of data confidentiality,
integrity, and availability, as well as billing-specific risks—meter reading tampering, 10T device compromise,
manipulation of tariffing, and integration channels. Combining these aspects into a single threat model allows
standardized vulnerability assessment, risk prioritization, and optimization of protective measures, ensuring the
continuous operation of critical systems.

Keywords: billing systems, threat modeling, standardization, cybersecurity, energy sector, 10T devices, STRIDE.

220


mailto:yavorskyi.petro@uzhnu.edu.ua
mailto:m.klyap@uzhnu.edu.ua
mailto:mykhailo.prygara@uzhnu.edu.ua
mailto:taras.dytko@uzhnu.edu.ua

[HOOPMATHUKA TA MATEMATHUYHI METOZI1 B MOJIEJITFOBAHHI = 2026 = Tom 16, Ne 1

221



