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VY poboti mpoBeneHO KOMIUIEKCHUH aHami3 edpekrtuBHocTi SIEM-cucremnm Wazuh ms
MOHITOPHHTY Ta BHSBIICHHS KiOepaTak B iH(opMariiiHuX cuctemax. JlocimimKeHO
apXiTEeKTypy CHCTEMH, NPUHOMIM i poOOTH, BKIIOYAIOUM IPOIEC KOpENALil MOfii, Ta
(YHKIIOHATBHI MOJMJIMBOCTi. 3MOJENBOBAaHO YOTHUPH THIOBI araku: SQL-iH'exmis,
ShellShock, HeaBTopu3oBaHuii mpuxoBanuii nporec Ta DDoOS Ha KiHIEBI TOYKH, ITi1'€THAHI
a0 Wazuh. IIpoanainizoBaHo J0TH, NpaBHia KOpewsilii Ta pe3yiabTaTH AETEKTYBaHHS.
Bcranorneno, mo Wazuh edexTuBHO BHABIsie BeO-aTaku 3a BOYIOBaHMMH NpaBHJIaAMHU
(100% ycmixy ans SQL-in'ekuii Ta ShellShock), ane ans HeaBTOPH30BaHHMX IPOLECIB
noTpiOHi kKacToMHI npaBuia, a DDoS He netekryeThes 06e3 noaatkoBux MexanizmiB (HIDS,
I abo KOMIUIEKCHUX TMpaBWJI KOpeuslii). AKTyalbHICTh 3yMOBJIEHAa 3POCTaHHSIM
Kibep3arpo3: 3a JaHUMU JOCHTiKeHb, Wazuh TeMOHCTpye BUCOKY e(DEeKTUBHICTD Y XMapHUX
CepelOBHINAX, TEHEPYIOUN THCSAYi allepTiB mpH cuMyismii atak. [IpakTiuHe 3HauCHHSA
poOoTH moJIsTae y BIPOBAIKEHHI METOIOJIOTIT KOMIUIEKCHOTO aHami3y edexktuBHOCTI SIEM-
cucteM Ha npukiani Wazuh Ui migBUIIEHAS PiBHS 3aXHUIICHOCTI iHQOPMAIIITHIX CHCTEM.
OtpumaHi pe3ynbTaTé A03BOJISAIOTH ONTHMI3yBaTH MTPOIECH MOHITOPHHTY, KOPEJIALIl Oxii
Oe3IeKN Ta pearyBaHHS Ha IHIMJICHTH B KOPHOPAaTHBHUX CEPENOBHUINAX. 3alPOIOHOBAHI
pIlIEHHST [IOJO BJOCKOHAJIEHHS TMpaBWJI JIETEKTYBaHHs Ta IHTErpamil J0JaTKOBUX
MeXaHi3MiB Oe3MeKH MOXYTh OyTH BHKOpPHCTaHi HpH MOOYAOBI OararopiBHEBOi cucTeMu
Kibep3axucry.

OCHOBHI 3aBJaHHs: BUBYEHHS apXiTekTypu Wazuh, MoJentoBaHHs THUIOBHUX Kibepartak,
aHaJli3 pe3yJIbTaTiB IETEKTYBaHHS, OLliHKA €(DeKTUBHOCTI BOY/I0BAHUX Ta KACTOMHHX TIPaBHJI
KopeJisiii, a Takox (opMyBaHHsS BUCHOBKIB. Pe3yinbTaTH MOXYTb 3aCTOCOBYBATHCS IS
onTuMi3alii kibepOe3nekr B KOPIOPATUBHIX MEPEkKaX, OCBITHIX pOorpaMax Ta ayIauTax.
Kuarouosi cioBa: SIEM, Wazuh, BusiBiIeHHS aTak, MOHITOPHUHT O€3MEKH, KOPEIAIis MOIiH,
YIpaBIiHHS IHIIMJCHTAMH.

Beryn. V cyuacHoMy mudpoBOMy cepeoBulli Taki kibepaTtaku, sk SQL-in'exii, ShellShock,
npuxoBaHi mnpouecu Ta DDoS, mpoAoBXyrOTh 3alMIIATHCS CEPHO3HOI 3arpo30r0 s
iHopMaliifHUX cUCTeM. 3TiAHO 3 JOCTIIKEHHSMH, 3arajbHa KiJbKICTh KiOepaTak 3HA4HO
3pocia y 2024 porri, mpu4oMy BeO-BpaszJIMBOCTI Ta aTaKW Ha JOCTYIHICThH MOCITAIOTh Cepe/t
HalimomupeHimux BekTopiB Hamamgy [1]. Lli Tumm aTak XapakTepU3YIOThCS BHUCOKOIO
e(EeKTUBHICTIO Ta MOXYTh 3aBJIaTH 3HAYHOI IIKOAM OPTaHi3allisiM, 10 BHUCYBa€ BUMOTHU JO
CBOEUACHOTO BWSIBICHHS Ta OIMEPAaTUBHOTO pearyBaHHs Ha HuX. SIEM-cucremu, 3okpema
Wazuh, 3a6e3ne4ytoTh KOMIUIEKCHUHN TiAX1J 0 MOHITOPUHTY MOJ1H Oe3MeKku, aHaji3y JIOTIB 1
pearyBaHHS Ha HIIMJICHTH B peanbHOMY 4daci. Wazuh, 3acHoBana Ha OSSEC, inTerpyethcs 3
Elastic Stack (Elasticsearch, Kibana, Filebeat) i miarpumye ¢ynakuii HIDS, FIM ta SCA, o
poouTS ii MpUBabIUBOIO JUI OpraHizauii [2].

[IpobGnema momsirac B Tomy, 1m0 ehexTuBHICTE Wazuh 3aexXuTh Bijl SKOCTI HaJalITyBaHHS
MpaBWJI KOpENALii Ta iHTerpamii JT0JaTKOBUX IHCTPYMEHTIB JJIs CKJIAJHUX aTak, TaKUX sK
DDoS. locnimxeHHs: TOKa3ylooTh, 110 BOYI0BaHI MpaBuiia eeKTUBHI ISl BeO-aTak, ajie s
DDoS notpibHi cnenianizoBaHi MEXaHi3MHU, BKIIIOUAIOUYH aHali3 MepexxeBoro Tpadiky ado LI
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Meta aociaimxeHHs. MeTol aHOTO OCHIDKEHHS € KOMIUICKCHA OIliHKa €(eKTHBHOCTI
SIEM-cuctemu Wazuh y BusBneHHi kibepatak. Y pamkax JOCTIKEHHS epe10adyeHo aHai3
apXITEeKTYpHUX OCOOJMBOCTEH Ta MPUHIMIIB (PYHKIIIOHYBaHHS JaHOi cucteMu. [IpoBoauThCS
MOJICTTIOBAHHSI ~XapakTEpHUX THUMIB arak, Bkmouyatoun SQL-in'exmiro, ShellShock,
HECaHKITIOHOBaHI TpuxoBaHi mporecu Ta DDoS. BukoHyeTbcss anHaii3 JIOTIB Ta OIliHKA
e(eKTUBHOCTI BOYZIOBAaHUX 1 KACTOMHHUX IpaBWJI Kopessiii. Ha 0cHOB1 oTpuMaHMX pe3yibTaTiB
(bOpMYIOTHCS TPAKTUYHI PEKOMEHAAIIIT 010 ONITUMI3allii BAKOPUCTAHHS CHCTEMH OC3IEKH.

Amnani3 ocranHix jmkepen. SIEM-cuctemu BifirparoTh KiItO4oBYy poJib y BUSIBICHHI Ta
pearyBaHHI Ha KiOep3arposu, sk 3a3Ha4eHO B JOCIIHKEHHSX, IO MiIKPECTIOTh HEOOX1AHICTh
Kopensiii moxiit mist BignmomimHocTi crangapram PCI DSS, GDPR i NIST [4]. Wazuh
BUPI3HAETHCS BIAKPUTUM KOJIOM, aréHTaMH JUIsi MOHITOPUHTY KiHIIEBUX TOYOK 1 MOMJIMBICTIO
inTerpartii 3 Elastic Stack, o 3a06e3nedye rHydKicTh Y po3ropTasHi [5].

HocnimxenHs mokasye, mo Wazuh neMoHCTpye 3HauHY €QEKTHBHICTh y BHUSBIICHHI
BeO-aTak, 30kpema SQL-in'exuiit Ta ShellShock. Ie 3a0e3neuyeTbes 3aBASKHA POLIUPEHOMY
HaOopy BOYIOBaHMX WPaBWJI KoOpemslii, mo O0a3yloThCsd HA CHUTHATYPHOMY aHaji3l Ta
BpPaxOBYIOTh CydacHi BekTopw aTak [6]. CucremMa 3/1aTHa ONEPATUBHO 1MEHTU(IKYBATH
CTaHAapTHI MAOIOHM aTak, IO poOUTH 1i €PEeKTUBHUM IHCTPYMEHTOM [JIsl 3aXHUCTy BeO-
iHppactpykrypu. Ilpore mns DDoS-arak Wazuh mae oOMexeHHS dYepe3 BiJCYTHICTb
BOYIOBaHOTO aHAJi3y MepexeBoro Tpadiky, 10 BUMarae iHTerpaiiii 3 iIHCTpyMEHTaMH, TAKUMU
sk Suricata a6o III-momemi [7]. ¥V konTekcti Ykpainu, ne kibepOesrexka KpUTHIHOL
iH(dpacTpykTypH € npioputeToM, Wazuh po3risiaeThes sk EKOHOMIYHO BUT1THE PIIICHHS [
oprasxizarii [8].

[lepcriekTHBHI HampsiMH BKJIIOYAIOTh BHUKOPUCTAHHS MAIIMHHOTO HAaBYaHHS s
AaHOMAIIIKHOTO JIETEKTyBaHHS yepe3 iHTerpaiito 3 Elasticsearch abo OpenSearch, mo moxe
MIJBUINUTA €(PEKTUBHICTh BHUABJICHHS CKIagHuX arak [9]. Kpim Ttoro, mocmikeHHS
HaroJIOMy0Th Ha BAKJIMBOCTI MOEIHAHHS TEXHIYHUX PIIICHb i3 HaBYaHHSIM KOPHCTYBadiB
npuHIMnaM kioepririeru [10].

ApxitekTypa Ta npuHuun poéorn Wazuh. Wazuh — e cyuacna SIEM-cuctema 3 BiIKpuTHM
K0J10M, po3pobiena Ha ocHoi OSSEC (Host-based Intrusion Detection System). Ii mogynsna
apxiTekTypa 3ade3neuye MaclITaboBaHICTh, THYUKICTh 1 BUCOKY ITPOYKTHUBHICTh MpU 00pOOIIi
BEJIMKUX OOCSTIB MOAiN Oe3neku. € Y4OTUPH OCHOBHI KOMIIOHEHTH CUCTEMH [4].

Arentn Wazuh — 11€ J€rKoBICHI MpOTrpaMHI KOMIIOHEHTH, 110 BCTAHOBIIIOIOTHCS Ha KIHIICBI
TOYKH (cepBepH, poOoUi CTaHIii, XMapHi IHCTaHLIT). BiAnoBigaoTh 3a 30ip 1aHUX Y peaIbHOMY
yaci, BKJIIOYal04d CUCTEMHI Jiory, iHTerpanito 3 OC A MOHITOpUHTY (aiiiIoBOi LIJTICHOCTI
(FIM), mepeBipky koH¢irypauii (SCA) Ta iHBEHTapu3allil0 MPOrPaMHOro 3abe3NeyeHHS.
ArenTu 0€3MeYHO MepearoTh 111 1aHi Ha cepBep Wazuh depes 3ammudpoBaHuil KaHal.

CepBep Wazuh (Manager) BUKOHYE (YHKIIIO LEHTPAIbHOTO KOMIIOHEHTY s
NpUIOMY TaHUX BIJl areHTiB. 3a0e3MeuyeThCs Ipolec AeKOAyBaHHS, HOpMai3alii Ta aHali3y
BX1/1HO{ iH(opMaIlii 3 BUKOPUCTAHHIM MeXaH13My KOpeJIsLii Ha OCHOBI MpaBuJl. [lo KIH04OBUX
(GyHKII cepBepa HaJEKUTh aHAJI3 JIOTIB IIJISXOM IMOPIBHSIHHS OTPUMAHUX MOAIN 13 0a30r0
CUTHATYp JUIs 1leHTHdikalii BitoMux 3arpo3. PeanizyeTbes Kopemsmis MOAiN, 10 J03BOJISIE
BUSIBJISITH CKJIQJIHI OarartoeTamHi aTakd 4Yepe3 aHaji3 IOCHIIOBHOCTEH B3a€EMOIOB'SI3aHUX
nonii. [lependaueHo ¢GyHKIIOHAT aBTOMAaTU30BaHO1 BIAMOBI/I HA 1HIIUAEHTH, KU BKIIIOUAE
3aIlyCK CIIeHapliB pearyBaHHs IpU BUSABIIEHHI 3arpo3, 30kpema O6okyBanHs [P-anpec.

Ianexkcarop Wazuh (Indexer) BukoHye posb cxoBHIla JaHUX. BiH iHaEKCYe, 30epirae Ta
3a0e3mnevye MBUAKAN MOITYK YCIX HOPMaJli30BaHUX MO OE3MEeKH Ta aJiepTiB, M0 HAIXOIATh
BiJ cepBepa Wazuh. IloGynoBanuii Ha ocHoBi OpenSearch/Elasticsearch, mo 3abe3neuye
Ha1MHICTD 1 TOPU30HTAIILHY MacCIITa00OBaHICTb.

HNam6opn Wazuh (Dashboard) — me BeG-iHTepdeiic ans Bi3yamizamii naHuX,
noOynoBanuii Ha 0a3i Kibana. Hagae amminicTparopaM I1HTYITMBHO 3pO3yMisli MaHeni
KepyBaHHs, rpadikd Ta IHCTPYMEHTH Ui MOHITOPMHTY CTaHy O€3MeKH, PO3CIiyBaHHS
IHIIUICHTIB 1 aHAJTI3Yy TEHIEHITIN.
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B3aeMonisi KOMIOHEHTIB BiJIOYBAa€ThCsl HACTYITHUM YMHOM. ATEHTH 30MparOTh J1aHi Ta
nepenaoTh ix Ha cepBep Wazuh. CepBep aHanmizye iH(QOpMAaLil0, 3aCTOCOBYE IpaBHIIa
Kopesinii Ta reHepye aneptu. Lli anepru depes interpoBanuii Filebeat BimmpasistoThes 10
Ianekcaropa nns 36epiranns. [lambopna, y cBOr 4epry, 3amurye AaHi 3 [HiekcaTopa depes
REST API i BinoOpakae ix kopucTyBadeBi. Bcs koMyHiKkallisi Mi>k KOMIIOHEHTaMHU 3axHIIcHa
3a ornomoroto mudpysanas TLS, a ans KoHIASHIIIHHIX JaHUX BUKOPUCTOBYETHCS QJITOPUTM
AES-128. ApxitekTypa, modymoBana Ha ocHOBI cTeKy Elastic (a6o OpenSearch), 3a6e3neuye
HE JIMIIE BUCOKY HPOAYKTHUBHICTb, aje ¥ JIErKICTh 1HTerpamii 3 IHIIUMH IHCTpYMEHTaMH Ta
riatopMamH, 1110 BKa3aHo Ha puc. 1.

Wazuh Agent

Kna(:'rel% Wazuh Knacrtep Elastic

[ > Wazuh API Kibana Plugin £
! ! \

o I = — g
| ‘ |
Cepnep Wazuh > Filebeat - Cepnep Elastic

Kopucrtysadi Wazuh
GUI

Puc. 1. Apxitexktypa Wazuh

3aranpHuii  anroput™  (ynkuionyBanus SIEM-cucremu Wazuh (puc. 2) €
OaraToeTarmHuM HUKIIYHUM IIPOIIECOM, CIIPSIMOBAHUM Ha MEPETBOPEHHS CHPUX JIaHUX 3 PI3HUX
JUKEpeN y CTPYKTYPOBaHi Ta IPiOpUTE30BaHi CIOBIIEHHS TIPO 3arpo3u. Moro MoxkHa yMOBHO
MOJJIUTH Ha YOTUPH OCHOBHI (pa3u.

daza 300py Ta MIATOTOBKM JaHUX — NPOIEC IHIIMIIOETHCS TICHS IMOYaTKOBOTO
HalalTyBaHHs (KOH(piryparii) cuctemu aamiHictpatopoM. AreHTH Wazuh, BcTaHOBJIEHI Ha
KIHIEBUX TOYKax, Oe3mepepBHO 30MpalOTh CHCTEMHI JIOTHM, METpPUKH Oe3leKdu Ta IHIIy
peneBanTHy iHpopMariro. Lli gani nepenarotbest Ha cepBep Wazuh, e BOHU IPOXOAATH €Tall
Bepudikamii Ta TmepeBipkM Ha akTyaJbHICTh. HeakTyanbHi a0o0 TMOIIKOMKEHI JAaHi
BiIKUal0ThCsA. KopekTHl mofii moTiM NMpoxonaTh HepefoOpoOKy Ta HopMalisaliio, 1€ ix
INPUBOAUTHECS JI0 €IMHOTO CTaHJIAPTU30BAHOTO (opMary, 3pO3yMUIOr0 JUIsl MOAANBIIOTO
aHaJIi3y, HE3aJIeKHO BiJl MOYATKOBOTO JDKEpEa.

®aza aHamizy Ta KOpeJsLii CTAHOBUTh KOHLENTYalbHe sipo QyHKIioHyBaHHS SIEM-
cucremu. Ha 1iboMy erarti 3/11HCHIOETHCS. HU3KA MTOCIIIOBHUX MPOLEAYpP aHATITHUYHOT 00pOoOKHU
HOpMaJli30BaHMX JaHuX. [IpoBoauThcs arperauist Ta GpuIbTpalis o1, 110 103BOJISE YCYHYTH
nyOmroBaHHs  1HQoOpMarii Ta BiAQUIBTPYBaTH CTATUCTHUYHUN IIyM. BuKOHyeThcs
PEKOHCTPYKIIisl TOCHIJOBHOCTI Jiif 3TOBMUCHHKA IIJISIXOM 00'€/JTHAHHS PO3PI3HEHUX MOMIN y
€MHUN ClIeHapii aTaku 3 ineHTudikariei ii cecii. HaibimbI ckiraiHO0 POIEypOIO BUCTYIIAE
0araTOKpoKOBa KOpeJAllis, siKa TIPYHTYETbCS HA 3aCTOCYBaHHI MNpaBWJI 1 EBPUCTHYHHUX
ITOPUTMIB U1l BUSIBJICHHS CKJIAJHUX OaraTOETalHHWX CIIeHapiiB Kommpomertaiii. MeToro
06araToKpoKoBOi KOpesslii € ineHTH(]iKalis B3a€MO3B'SI3KIB MIX PI3HOPIAHUMHU TMOAISIMU
0e3meKu, M0 HaJeXaTh O €IWHOTO BEKTOpa aTakd. THUIOBUM TPUKIAIOM MOXKE CIYKHTH
KOpEJIsiLis CPOOH HECAHKIIIOHOBAHOTO JIOCTYIY 3 MOAAIBIINM BIIPOBAPKEHHSAM HIKIJIMBOTO
MIPOTPaMHOTO 3a0€3IMeUeHHS, 10 J03BOJISIE 1MeHTU(IKYBATH CKOOPAMHOBAHI Jlii 3TOBMHUCHHUKA
B iHpopManiiHiil cucremi.

®da3a omiHKM pu3MKIB Ta mpioputesauii. [licas igeHTudikamii NOTEHUIMHUX 3arpo3
cucreMa 3JIMCHIOE OIIHKY iX KpuTHuHOcTi. Ha pmaHoMmy erami BHUKOHYEThCS —aHaii3
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MOTEHIIIHHOTO BIUIMBY aTak Ha 1HPPACTPYKTYPY 3 METOIO BU3HAYCHHS MACIITa0lB MOKIIMBHUX
30uTKiB. [IpoBOIUTHCS MpiopuTe3allis BUABICHUX 3arpo3 MUIAXOM iX pO3MOIiUTY 32 PiBHAMHU
HEOE3MeKH BIAMOBIIHO A0 3aJaHUX IMOJITHK Oe3mekd. 3AIMCHIOEThCS (PuIbTpallis Moaiid Ha
OCHOBI paHXyBaHHS JJIs1 €JIIMiHAIlT MAJIO3HAYYIIUX CIIOBiIIeHb. Lle 3abe3mneuye KOHIIEHTpaLito
yBaru Ha HAMKPUTHUYHIIIMX 3arpo3ax Ta IMiABHINYe eEKTUBHICTh pearyBaHHs Ha 1HIMICHTH.

®da3za reHeparii pesynabrary. [lopii, mo TpOWNUIM BCi MOMEpenHi eTamu Ta OyiH
1meHTH()IKOBaHI K 3arpO3H, MMOPIBHIOIOTHCSA 3 0a3010 MpaBwWil. Y pasi 30iry TeHEpYEThCS allepT,
KM 30epiraeTbcs B iHAEKcaTopl Ta BimoOpakaeTbcs B mambopni. DiHanbHUM KPOKOM €
CIIOBIIIEHHS aJIMIHICTpaTOpa MPO BHUABICHUN IHIIMACHT Yepe3 HAJAIITOBAaHI KaHAIHM 3B'S3KY
(e7eKTpOHHA TOIITA, MECEH/IKEPH TOIIO).

Taxkum unHOM, TipuHITUN poOboTr Wazuh 3a0e3neuye He JuIe TaCUBHUM 300D JIOTIB,
aye ¥ aKTUBHUH, IHTEJICKTyaTbHUHN aHali3 OC3MEeKH, 10 O03BOJISE BUSBISTH SIK MPOCTI, TakK 1
CKJIaJTHI KOOPJIMHOBAaHI aTaku, 10 JETaJbHO MOKa3aHO Ha PHUC.2.

OnuTYBAHHA
AreHTIB-I#epe

IMeperipka
AKTYATEHOCTI

epenobpobka

Arperauia ta BiaHoBneHHS BinnoeneHHs
(pineTpania XOAY aTakH cecii aTaxmu

Bararokpokosa
KOpenania

IlpiopaTezania

3anoBOILEHAE
JIory npo

npasHia -
3arposy

@

Puc. 2. ITpuniun podotu Wazuh

Mozae/iloBaHHS aTaK Ta aHAJI3 pe3y abTaTiB. {151 eKkcriepuMeHTaNbHOT OLlIHKY €()eKTUBHOCTI
SIEM-cucremun Wazuh 0yiio po3ropHyTO CHeIliali3oBaHe TECTOBE CEPEIOBHUIIE, CXeMa SIKOTO
mpejcTaBieHa Ha pHC. 3. Moro apxiTekrypa Oymna peamizoBaHa Ha 0asi mmardopmm
BipTyanizauii VirtualBox Ta iMmiTyBasia TUTIOBUI CETMEHT KOPIIOPATHBHOT MEPEXK, 1110 BKIIFOUAE
KPUTUYHI KOMIIOHEHTH 1HQpacTpyKTypu. Takuil miaxia 103BOJIMB Y KOHTPOJbOBAHUX YMOBAX
BIJITBOPUTH peajIbHI clieHapii KibepaTak 0e3 pU3uKy sl MPOAYKTUBHUX CHCTEM.

OCHOBHUM KOMITOHEHTOM CTEH/y BUCTYIHUB cepBepHuil kinactep Wazuh, posropuytuit
Ha BIPTyaJibHIM MammHi 3 omnepariidHoro cucremoro CentOS. Ileit kimactep BKIOYaB Tpu
kitouoBi Moaymi: Wazuh Indexer ans innekcariii ta 30epiranns nofiit 6esnexu, Wazuh Server
(Manager) s aHamnmizy Ta Kopessiii BXiIHHUX JaHuX, a Takoxk Wazuh Dashboard na 0asi
Kibana ans Bisyamizauii anepTiB 1 MoHITOpUHTY. OKpemMo Oyia HajamToBaHa KiHIEBA TOYKa
nia ynpasiaiaasM OC Ubuntu, Ha skiii OyB BcTaHoBieHUi serkoBicHuil arent Wazuh. Lleit
areHT BIANOBiAaB 3a 30ip CHCTEMHHUX JIOTIB, MOHITOPUMHI aKTUBHOCTI Ta Iepeaady BCiel
iH(popMallii Ha HEHTPaJIBLHUNA cepBep IS MOJANBIIOTO aHAMTI3Y.

Jlyig MoJletoBaHHS aTaKyloouoi JisSJIbHOCTI BUKOPUCTOBYBAJacs BIpTyaslbHAa MallllHA 3
muctpuOytuBom Kali Linux, skuif € cTaHZapTHUM 1HCTPYMEHTOM IIEHTECTEpIiB 1 MICTHTh
HEOOXITHUN apceHan YTWIT s TpoBeAcHHS KiOepartak. llg mammHa, mo imiTyBana
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3IOBMHUCHHKA B TJIOOQNBHIA Mepexi, Oyna BHKOPHCTaHA IS TOCHIJIOBHOTO TPOBEICHHS
YOTHPHOX THIIIB aTak Ha 3axuileHy KiHneBy Touky (Ubuntu): SQL-in'ekuii, ShellShock,
3aITyCKy HeaBTOPHU30BAHOTO MPUXOBAHOTO Mporiecy Ta DDoS-araku. Best MepexeBa B3aeMotist
MK KOMIIOHEHTaMH Oyia 30cepe/KeHa B MeXax 130Jb0BaHoi jokanbHO1 Mepexi (LAN), mo
3a0€3MEeYNII0 YUCTOTY CKCIICPUMEHTY.

AJMIHICTpaTOp CHCTEMH 3/1MCHIOBaB MOHITOPUHI TOJiil Ta aHai3yBaB pe3yJabTaTd
JeTeKTyBaHHs yepe3 BeO-inTepdeiic Wazuh Dashboard. Taka koHbirypaiiist CTeHy 103BOJINAIIA
KOMIIJIEKCHO OIIIHUTH 31aTHICTh Wazuh BUSBISATH Pi3HOPIAHI 3arpo3H — BiJ] UILOBUX BeO-aTaKk
JIO CKJIAJIHUX MEPEKEBHX HaIaiB, a TAKOK BU3HAYUTH MEX1 HOro BOyJ0BaHOTO (PyHKITIOHATY.
CrpyKTypHa cXxeMa pOo3rOpHYTOTO BipTyaJbHOI'O CEpelOBHIIA ITOKa3aHa Ha puc.3.

3/1I0BMHMCHHK

T aobanbaa
Mepexa
|
g
LAN} ’

‘Wazuli SIEM

‘Wazuh Indexer

‘Wazuh server E | Linux
1

i
I

3 ; Endpoint
1 i ‘Wazuh isidngd
i 3 dashboard

i

‘Wazuh Agent

ApxmiHicTpaTop
cucremu

Puc. 3. TecroBe cepenoBuiie

JU1si KOMIUIEKCHOI OLIIHKM MOXKJIMBocTel nerekTyBaHHs SIEM-cuctemu Wazuh Gyno
3MOJICJIbOBAHO YOTHPU THUNHM KibepaTak, [0 PENpe3eHTYIOTh pi3HI KJIacu 3arpo3: BiJ
HOLIMPEHUX BeO-Bpa3IMBOCTEN 10 CKIAJHUX MEpPEKEeBUX aTak. MeTor excrnepumeHTy Oyina
KUIbKICHA OIlIHKA €(DEKTUBHOCTI BUSBJICHHS LIUX aTak BOYJJOBAaHUMHU Ta KACTOMHUMHU 3ac00aMH
Wazuh, a Tako’x sIKICHMI aHai3 XapaKTepUCTUK TeHEePOBaHMX MOJIiH O€3MeKH, TAKUX K PIBEHb
KPUTHUYHOCTI, BIAMOBIAHICTH HOPMATUBHUM BUMOI'aM Ta 1H(OPMAaTUBHICTB JIOT1B.

[Tepmroro 3MoenpoBaHO0 aTtakoro Oyia SQL-iH'ekiis. Ha kiHmeBiil Touil 3 areHToM
Wazuh 6yno posropuyro BeO-cepBep Apache. Jlyist imiTamii aTakv 3 MaIllMHU 3JIOBMUCHHKA
(Kali Linux) Oymo BUKOpHUCTaHO YTHIITY curl Juis BiANpaBKH cIELiaIbHO CPOPMOBAHOTO
HTTP-3anuty 3a aapecotro http://<IP_mimi>/users/?1d=SELECT+*+FROM-+users. Lleit 3anut
MmicTUB BcTaBKy SQL-komy, THMOBMH JUIsl eKCIUTyaTalii Bpas3iuBocTed BeO-70AaTKiB.
3aBnanHaM Wazuh Oyno mpoaHaii3yBatu JOrH aocTyny Apache Ta iieHTHU(IKyBaTH O3HAKU
1H'eKii.

Jam Oyno BiaTBOpeHO ekcruryararito Bpa3nuBocTi ShellShock. s araka cipsimoBana
Ha 0araToKOMIIOHEHTHY 000J0HKY Bash. Jlnis 1 MoaentoBaHHs Takoxk Oylio 3acTocoBaHo curl,
ane 3 Mmoau(ikoBaHuM 3arosioBkoM User-Agent, skuii MicTuB mkipmusuid ko1 () { :; }; /bin/cat
/etc/passwd. Lls KOHCTpyKIisi, HaJiclaHa Ha BeO-cepBep, 110 BUKOPHCTOBYE ypas3siMBi Bepcii
Bash, no3Bossie BUKOHYBaTH JOBUIbHI KOMaHAM Ha cepBepl. MeToro Oyno mepeBipUTH, YU
3naTHU Wazuh BUSBUTH TaKHil HETpUBIaIbHUN BEKTOP aTaku B MOTOLI MEPEXEBUX JIOTIB.

Tperim ertamom craso BHSBICHHS HEaBTOPH30BAHOTO NPUXOBAaHOTO Tpormecy. Ha
KIiHIIEBii TOYI OyIo 3amymieHo ciyx0y netcat (nc) y pexumi mpociyXxoByBaHHs nopty (nc -
8000), mo imiTyBano Oeknop abo HecaHKI[IOHOBaHUH cepic. OckiIbKM BOY/IOBaHI MpaBuiia
Wazuh He opieHTOBaHI Ha JETEKTYBaHHS MOJMIOHMX MOl 3a 3aMOBUYBAHHSIM, JJIS 1€l METH
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OyJsi0 morepeaHs0 po3pobiieHo Ta JojaHo kacTomHe mpapwio kopemsmii (ID 100051), sike
aHaJi3yBaJlo BUBIJl KOMaH/H PS HAa HAsIBHICTb Mi03P1INX MPOIIECIB.

UYereproro Ta (iHanpHOIO arakor Oyna emyssmiss DDoS. Jlns i mpoBeneHHS 3
aTakyrouoi MaliuHu Oyio BHKOpuUCTaHO yrwiitTy hping3 i3 mapamerpamu -S —flood -p 80
<IP_mini>. [{g komanna iHimitoBasia MacoBe HajacwianHsa SYN-maketiB Ha 80-i mopT i,
CTBOPIOIOYM HABAHTAXKCHHS, XapaKTEpHE JUIsl aTaku TUIy "BigMoBa B oOciyroByBanHi". Llei
EKCIICPUMEHT MaB Ha METi BUBHAYUTH MEX1 MOXJIMBOCTeH Wazuh B IeTEeKTYBaHHI MEPEKEBHX
aHoMautiii O6e3 3alTy4eHHs CIeliali30BaHuX MOAYJIB aHami3y Tpadiky, Takux sk NIDS.

Taoauuns 1.
Pe3ynbTaTi BUSBIICHHS aTak
Araka Bussneno [pasumno PiBens BiamosigHicTe BUMOTaM
SQL-in'exrris Taxk 31103 7 PCI DSS, GDPR, NIST
ShellShock Taxk 31168 15 PCI DSS, GDPR, NIST
[IpuxoBanuii mporiec Taxk 100051 7 Hewmae
DDoS Hi - - -

AHani3 joriB Ta ayauT. ExcriepuMeHTanpsHO MinTBeppkeHo edexTuBHicTh SIEM-cuctemu
Wazuh y BussnenHi arak tuny SQL-iH'ekuiga. AHai3 XypHaly Mojii 3adikcyBaB yCHILIHY
ineHTudikamnito 3anuty 3a npaBuiaoM kopeisii 31103 3 piBaem 3arposu 7. Ilpotsirom 24-
TOJIMHHOTO MOHITOPUHTY 3apeecTpoBaHo 277 mofiit 6e3neku, 3 skux SQL-1H'ek1is craHOBUIIA
0,36% Bixm 3aranpHOi KiMbKOCTI iHIHMIeHTiB. Cucrema 3abesmeuymiia TMOBHY (hiKcalito
napaMmeTpiB aTaku, Bkitouatoun [P-anpecy mkepena (192.168.8.102), meron 3anuty (GET) Ta
minboBuii URL. YacoBuii aHami3 BUSBHB HEPIBHOMIPHICTh HaBaHTKEHHS 3 IIKOBHMHU
nepiogamu aktuBHOCTI 0 08:00, 09:00, 12:00 ta 15:00. BOynoBaHa BiIMOBIAHICTh MpaBHiia
31103 mixuapogaum cragaaptam Oesrmeku (PCI DSS, GDPR, NIST 800-53) pobuts iioro
0COOJIMBO aKTyaJbHUM JJIsl OpraHi3alliil 3 MiJBUIIEHUMH BUMOTaMH JI0 3aXHUCTy iH(opmarlii.
Ha puc. 4 nmpencraBieHo CTaTHCTUKY BUsBIICHHS aTaku SQL-iH'ekii.

OuHamika KinbKoCTi noain 6esnekuw 3a roanHaMu nobu

70 68
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o & ) )
o5 <5 <5 <5
& & o
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Puc. 4. Cratuctuka Businenns araku SQL-1H'exuii cuctemoro Wazuh

JliHiitHUM rpadik JEMOHCTPYE YITKO BHpPaXXEHY HEPIBHOMIPHICTH Yy PO3MOALT MOJIN
Oe3neku MmpoTaroMm ao6u. MakcumanbHa akTUBHICTH 3adikcoBana o 09:00 roauni, KoIu
cucreMa 3apeectpyBana 68 iHmmaeHtiB. Jpyruii mik cmocrepiraerbes o 15:00 romuni (62
nojii), mo Moxe OyTH TMOB's3aHE 3 MiJIBHUILEHOK aKTHUBHICTIO KOPUCTYBadiB y poOOYMii yac.
[Tepiox 3 08:00 go 09:00 xapakTepu3y€eThCs PI3KUM 3pOCTAaHHSIM KUTBKOCTI o1 Ha 51%, 110
BIJINIOBiJJa€ MOYATKy poOOYOro JIHS Ta aKTHUBi3allii MepexxeBoi akTuBHOCTI. Y nepioz 3 09:00 1o
12:00 criocTepiraeThbCs MiIaBHE 3HUKEHHS TTOKA3HUKIB 710 52 MO/IiH, 3 MOJaIBIINM 3POCTaHHIM
1o 62 moxiit o 15:00 roauui. OTpuMaHi JaHi MiATBEPAXKYIOTh HEOOXITHICTH aanTHBHOTO
HajamrtyBaHHs mpaBuin kopensiii  SIEM-cuctemun Wazuh 3 ypaxyBaHHSIM 4acOBUX
0COONIMBOCTE MepekeBoi akTUBHOCTI. [lepiogu TMIKOBOrO HaBaHTaXEHHS BHUMAararTh
MIIBUIIEHO1 yBaru JI0 sIKOCTI ACTEKTYBaHHS Ta OTIEPAaTUBHOCTI pearyBaHHs Ha 3arpo3Hu.
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ExcniepumenTtanbHo miaTBepmkeHo edhextuBHicTh SIEM-cuctemun Wazuh y BusiBnenHi
KPUTUYHHMX Bpa3IMBOCTEH KOMaHAHOTO iHTepmperaropa bash. 3adikcoBano ycmimHy
inentudikamito araku ShellShock 3a mnpaBunom xopemsmii 31168 3  mpuCBOEHHSIM
MaKCHUMaJIbHOTO piBHA 3arpo3u 15. CTaTUCTUYHUI aHAJi3 3aCBiAYMB PIBHOMIPHHIA PO3ITOILT
oAl 0e3meKnu MpOoTATroM J100M 13 cepelHboro iHTeHcuBHIcTIO 4,4G monii 3a 24-ToauHHUN
nepion MoniTopuHry. Cucrema 3abe3mneumsia KOMIUICKCHY (iKcalilo mapamMeTpiB aTakH,
BKJIFOYAIOYM PEECTPAIII0 YaCOBHUX MITOK, 1ICHTU(]IKAIIF0 areHTa MOHITOPUHTY Ta JCTaIbHY
KJacuQiKaIiio TUITY 3arpo3u. AHaNI3 JUHAMIKY TOJ(1H Oe3MeKy BUSIBUB CTa0ITbHY aKTHBHICTh
13 HE3HAYHMMH KOJIMBaHHSAMHU mTpoTsaroMm rmepiogy 3 18:00 mo 15:00 nactymHoi mo0Ow.
BceraHoBNIeHO KOMIUIEKCHY BigNOBiIHICTH mpaBmwia 31168 MibKHApogHUM CTaHAApTaM
iHopmarmiitnoi Oesneku, Bmodaroun PCI DSS, GDPR, NIST 800-53, TSC ta MITRE
ATT&CK framework. IIpucBO€HHS MakKCHManbHOTO piBHS 3arpo3u (15) cBimYUTH MpO
Kiacu(ikaiio JaHOTO THUIY aTaKd SIK KPUTUYHO HEOE3NMeYyHOi 3 BHUCOKHUM IOTEHIIIAJIOM
KOMITPOMETAIIi1 CUCTEMH.

Tennosa kapTa po3noainy pieKie 3arpo3 3a roanHamn nobn
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Puc. 5. Crarucrtuka susBieHHs atakd ShellShock cucremoro Wazuh

TennoBa kapTa IEMOHCTPYE YITKY KOPENALII0 MIX 4acoM JIOOM Ta IHTEHCHUBHICTIO
3arpo3 Oe3nekn. MakcuMmanbHa KOHIIGHTpallis MOJii BHCOKOro piBHS 3arpo3 (12-15)
cnoctepiraerscs B nepion 3 12:00 mo 15:00 roaun, mo BiAmoBigae miky 0i3HEC-aKTUBHOCTI.
[Tepiox 3 09:00 o 18:00 xapakTepuszyeThcs CTa0lTLHO BUCOKOIO YACTOTOO MO CePeTHBOTO
Ta BHCOKOTO piBHIB 3arpo3 (7-15), mo cTtaHoBUTH mpuOIU3HO 65% BijJ 3arajibHO1 KIIBKOCTI
iHnuaenTiB. HaliBuia iHTeHcuBHICTD 3adikcoBana o 15:00 roauni 1yist piBHA 3arposu 15, mo
MiATBEPKYE KPUTUYHICTH JAaHOTO mepiony st cuctemu Oesmeku. Hiunumit mepiox (00:00-
06:00) nemMoHCTpy€e MIHIMAJIbHY aKTUBHICTh 3 MIEPEBAKAHHIM IO HU3BKOTO Ta CEPEIHHOTO
piBHiB 3arpo3 (1-7). OTpuMaHi AaHi MiATBEPIKYIOTh HEOOXIJAHICTH AJANTHUBHOI MOJITHKU
Oe3reku 3 JUHAMIYHUM HaJAIITYyBaHHSIM TPABWJI KOPENAIli BIAMOBIIHO J0 YacCOBHUX
0CcO0JIMBOCTEH MEpexKeBOi aKTUBHOCTI.

ExcriepMeHTanbHO BCTAHOBJIEHO HEOOXIAHICTH CIELiali30BaHUX IMPaBUI KOPEJSIil
JUIsS IEeTEKTYBaHHS HEAaBTOPU30BAHUX MepexeBHX ciyxk0. CTBOpEHHS KacTOMHOIO MpaBHiIa
100051 3abe3mevniio TEXHIYHY MOMIIMBICTH ifeHTH(]ikamii mpouecy netcat (nc -1 8000).
Cratuctuunuii ananiz 3agikcyBaB 4,4 MinbloOHM MOAiM Oe3neku MpoTAroM 24-roAMHHOTO
nepiony, 3 skux 0,002% cTaHOBUIM IHIIMICHTH, BUSIBICHI KACTOMHUMHU TipaBuiamMu. Cucrema
3a0e3neunia KOMIUIEKCHY (DiKcallilo mapamMeTpiB IHIUAEHTY, BKIIOYAIOUM YacoBY MITKY,
1IeHTU(IKALII0 areHTa MOHITOPUHTY Ta Kiacu(ikaliio THIy 3arpo3u. AHaji3 4acoBOTO
PO3MO/ILTYy AKTUBHOCTI BUSIBUB PIBHOMIPHY IHTEHCUBHICTB MOJI1H 13 HE3HAUHUMH KOJMBAHHIMHU
B niepiona 3 18:00 mo 15:00 HacTymHOT 106H.
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[TopiBHANBHMI aHaAi3 TMIATBEPAUB CYTTEBY PI3HUIIO MK BOYJOBaHUMH Ta
KacTOMHUMH pimeHHsaMH. [IpaBuino 100051, nemMoHCTpyO4YM TeXHIUHY €(EeKTHBHICTb, HE
BIJINTOB1/1a€ MDKHAPOIHUM cTaHaapTam iHdopmartiiinoi 6e3nexku (PCI DSS, GDPR, NIST 800-
53), mo oOMexye Horo 3aCTOCYBaHHS B OpPraHi3allisix 3 BUCOKUMU PEryISTOPHUMHU BUMOTaMH.
OTtpumaHi pe3yabTaTH OOIPYHTOBYIOTh HEOOXITHICTh CTAHIAPTHU30BAaHUX IMMIAXOMIB [0
PO3pOOKH KACTOMHUX HPABUII KOPEJISLIi.

MNopieHAneHa edeKTUBHICTL piaHuX TUNiB npasun Kopenauii 8 Wazuh
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Puc. 6. Cratuctuka BUSIBJICHHS HEABTOPU30BAHOTO IIPUXOBAHOTO MPOIIECY

[TopiBHsIbHUYN aHAaNI3 €(PEKTUBHOCTI MPABHII KOPEMSIii BUSABIISAE CYTTEBI BIAMIHHOCTI
MK KaTeropisimu. BOynoBaHi npaBuia /it Be0-aTak JeMOHCTPYIOTh ONTUMANIbHI TTOKa3HUKA
edextuBHOCTI netekTyBaHHs (100%) mpu HU3bKOMY PiBHI XMOHMX CIIpalboBYyBaHb (2%) Ta
BUCOKIH BigmoBigHOCTi cTanmapram (95%). KactomHi mpaBuia i BUSBICHHS MEPEKEBHX
MPOLIECiB, He3BaXKaloun Ha TexHIYHY eekTuBHICTH (100%), XapakTepu3yloThCs MiIBUILIECHUM
piBHEM XHOHMX crparboBYBaHb (15%) Ta 0OMEKEHOI0 BIAMIOBIIHICTIO PETYISITOPHUM BUMOTaM
(10%). HaitHmk4i NOKa3HUKHM e€(EeKTHBHOCTI 3a(iKCOBaHO Yy KAaCTOMHMX MpPaBHUI IS
nerektyBaHHss DDoS-atak: HynboBa edexTuBHICTH aAerekTyBaHHSA (0%) npu BUCOKOMY pPiBHI
XUOHUX CTIpanbOBYBaHb (25%) Ta MiHIManbHI{ BiAMOBIIHOCTI cTangapTam (5%).

ExcnepumenTtanbae nocmimkeHHs MoxiauBoctedr Wazuh monao inentudikaiii DDoS-
aTak MPOBOAMIIOCS 3 BUKOPUCTAaHHAM YTHIITH hping3. ['enepartisi iHTeHCUBHOTO TOTOKY SYN-
nakeTiB Ha nopT 80 3 IHTEHCUBHICTIO MOHAJ 40 MakeTiB/C HE BUKIMKAJIA peakiii CUCTEMH
Oe3neky. MOHITOPUHT aKTHUBHOCTI HPOTArOM TECTOBOrO Iepiofy 3adikCyBaB TIOBHY
BIJICYTHICTh JIETEKTYBAHHS aTaKW, HABIThH MICIs IMIUIEMEHTAIII]l CIeIladi30BaHNX KACTOMHHUX
npaBui Kopessauii. OTpuMaHi pe3ysbTaTH CB1YaTh PO CTPYKTYPHI OOMEKEHHS apXiTeKTypu
Wazuh B ananizi mepexxeBoro Tpadiky peasbHOT0 4acy, 110 3yMOBJIEHO OPIEHTAIIIEI0 CUCTEMU
Ha aHaJli3 MOJIM Ha piBHI XOCTa Ta J0JAATKIB. Pe3ynpTaTu AOCHIPKEHHS MiATBEPIKYIOThH
HEOOXIJTHICTb PO3pPOOKH CTaHAAPTU30BAHUX TIAXOIIB /10 CTBOPEHHS KAaCTOMHUX IPaBUI
Kopesiuii Ta 1HTerpauii 3 cremiagizoBaHUMU CUCTEMaMHU aHajli3y MepexeBoro Tpadiky. s
e(EeKTUBHOTO BHUSBJICHHS CKJIQJHUX MEPEKEBHX aTaK pPEKOMEHJOBAHO BIIPOBAKCHHS
MeXaHi3MiB MAallIMHHOTO HaBYaHHS Ta IHTETPalliio 3 CUcTeMaMy BUsBIEHHS BTopraHeHb (NIDS).
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IHTEHCUBHICTL MepeXeBoro Tpagiky nia 4ac DDoS-aTaku

—— HopManbHWA Tpadik
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Puc. 7. Pesynprat Bukonanas DDoS-aTaku 3a qoromororo yTuitité hping3

I'padix nemoHcTpye pi3Ky 3MiHY IHTEHCUBHOCTI MepexeBoro Tpadiky mig yac DDoS-

ataku B niepion 3 16:30 mo 16:45. Cepennst iHTeHCHBHICTH Tpadiky 3pocia 3 HopManbHHX 50
HakeTiB 3a XBWIMHY A0 noHaj 2000 makeTiB 3a XBUJIMHY, L0 CTAaHOBUTh 30UIBLICHHS Ha
npubimzno 4000%. Ilepiox aTaku XapakTepU3yeThCS CTAOUTBHO BHUCOKOIO IHTEHCHBHICTIO
Tpadiky 3 He3HAUHUMHU (DIYKTYyaIlisIMU, 110 TUIIOBUH AJisi ckoopauHoBaHux DDoS-atak. Ilicns
3aBepIIeHHs aTaku o 16:45 cmocrepiraerbcs pi3Ke MOBEPHEHHS 10 HOPMAIBHOTO DIBHA
Tpadiky. OTpumaHi JdaHi MIATBEPIKYIOTh, IO TPaAMLiiHI mpaBuna kopemanii Wazuh,
OpIEHTOBaHI Ha aHaJi3 MOIM Ha PiBHI XOCTa, € HEe(hEKTUBHUMH JJIsi BUSBIICHHS aHOMAil
MepexkeBoro tpadiky. Biacytricts peakiii cucremu Ha 4000% 3poctanHs Tpadiky CBIIYUTH
npo HEOOXiAHICTh iHTErpamii 3 CHemiaji30BaHMMH CHCTEMaMH MOHITOPHHTY MEpeXeBoi
AKTHUBHOCTI.
BucHoBku. IIpoBereHe AOCHIKEHHS JIO3BOJNIMIIO BCTAHOBHUTH KOMIUIEKCHY —OIIHKY
epexktuBHocti  SIEM-cuctremu Wazuh y  BuUSBIEGHHI pi3HUX THMOIB  KibepaTak.
ExcrieppuMeHTaIbHUM IUISXOM JOBEACHO BHCOKY PpE3YJIbTAaTHBHICTh CHCTEMH MO0
ineHTudikaii Be0-3arpo3, 3okpema SQL-in'exuiit Ta atak Tunmy ShellShock. L epexTuBHICTH
3a0€3Meuy€eThCsl PO3BUHEHOID CHCTEMOIO BOYJOBAHUX MPABUIJI KOPEJSAIi, IO BiJMOBIIAI0Th
MDKHapOJAHUM CTaHJapTaM iH¢popMariiiHoi 6e3neku, Bkitoyatoun PCI DSS, GDPR ta NIST
800-53. Cucremuuii anamiz apxitektypu Wazuh BHSBHB 3HaYyHI OOMEXKEHHS MIOAO
JICTEKTYBaHHA CKJIQJHUX MEpEeKeBUX aTak. EKCHepuMEHTalbHO MiATBEP/KEHO IOBHY
BIJICYTHICTh peakuii cucremMu Ha DDoS-araku HaBiTh HpU BUKOPUCTaHHI CHEI1AJILHO
pPO3po0JIEHNX KaCTOMHUX MpaBui Kopensuii. BcraHOBIEHO, 110 11e OOMEXEeHHS 3yMOBIICHE
(GbyHIaMeHTaJIbHUMU OCOOJIMBOCTSIMU apXIiTEKTYpH, OPIEHTOBAHOI MEPEBAXHO Ha aHaJII3 MMOA1M
Ha PiBHI XOCTa Ta JIOAATKIB.

JleranpHuil aHami3 e(QeKTHMBHOCTI pI3HUX TUIIB MpaBWi KOpEsAlUli IOKa3aB, IO
KaCTOMHI IpaBHJIa JJIsl BUSBJICHHS HECAHKI[IOHOBAaHMX MPOIIECIB, HE3BAXKAIOUM HAa TEXHIUHY
e(eKTUBHICTh, XapaKTEPU3YIOThCS BUCOKMM piBHEM XHOHUX crpanpsoByBanb (15%) Tta
MiHIMaJIBHOIO BIIMOBIIHICTIO perynsaTopHuM Bumoram (10%). Ile cyrreBo obOmexye ix
3aCTYCyBaHHS B OpPTaHi3allisix 3 BACOKMMHU BUMOTAaMH JI0 BIAMOBIAHOCTI cTaHaapTaM. Ha ocHOBI1
OTPUMAHUX Ppe3yJbTaTiB pPO3pOOJEHO KOMIUIEKC PpEKOMEHJAlid II0J0 IiJBUIIEHHS
e(eKTUBHOCTI CUCTEMH O€3MeKH. 3ampolOHOBAHO apXITEKTYPHI pILIEHHS LIOJ0 1HTerparii
Wazuh 3 cnerianizoBaHMMU CUCTEMaMH aHali3y MepexkeBoro Tpadiky, TaKUMH K Suricata Ta
Zeek. OOGrpyHTOBaHO JOUUIBHICTh BIPOBAHKEHHSI MEXaHI13MIB MAIIMHHOTO HaBYaHHS Ha 0asi
Elasticsearch/OpenSearch 7151 TpoakTHBHOTO BUSIBICHHS aHOMAJTiH.

BusHaueHO TEpCreKTHBHI HAMpsSMH MOJAIBIIMX  JOCTIDKEHb, Cepell  SKHX
NPIOPUTETHUMH €: PO3poOKa CTaHIAPTU30BAHMX METOJIB CTBOPEHHS KAaCTOMHHUX MpaBUII
KOpEeJISIIIii, o 3a0e3mnedars BiAMOBIIHICTh MIXKHAPOIHUM CTaHIapTaM; CTBOPEHHS aIallTHBHUX
QITOPUTMIB JUIS BUSBJICHHS CKJIQJIHUX OaraTOETalHUX aTak; BIPOBA/KEHHS 1HTENEKTYyaJIbHUX
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CHUCTEM MOHITOPHHTY MEpeXeBoi akTUBHOCTI. OTpuMaHi pe3ynbTaTtu cBig4arh, mo Wazuh €
e(pEeKTUBHUM pIIICHHSAM s TOOYJOBH CUCTEMH O€3MeKH, MpoTe HOro MaKCHMallbHa
e(DEeKTUBHICTh JOCATAETHCS JIMINE TMPHU peaiizaiii KOMIUIEKCHOTO MiAXOAy A0 iHTerparii 3
JOJTATKOBUMH  THCTPYMEHTAMH MOHITOPHHTY. 3alpoONOHOBaHA METOJOJIOTIS  JO3BOJISE
CTBOPHUTH 0araTopiBHEBY CHUCTEMY 3aXHCTY, 3[aTHY €(EKTHBHO MPOTHUIIATH PI3HOMaHITHUM
kibep3arpo3am Cy4acHOro uGpoBOro CEpeIOBHINA.

1.

10.
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This paper provides a comprehensive analysis of the effectiveness of the Wazuh SIEM system for monitoring and
detecting cyberattacks in information systems. The architecture of the system, its operating principles, including
the event correlation process, and its functional capabilities are examined. Four typical attacks are simulated: SQL
injection, ShellShock, unauthorized hidden process, and DDoS on endpoints connected to Wazuh. Logs,
correlation rules, and detection results are analyzed. It was found that Wazuh effectively detects web attacks using
built-in rules (100% success for SQL injection and ShellShock), but custom rules are required for unauthorized
processes, and DDoS is not detected without additional mechanisms (HIDS, Al, or complex correlation rules). The
relevance is due to the growth of cyber threats: according to research, Wazuh demonstrates high efficiency in cloud
environments, generating thousands of alerts during attack simulations. The practical significance of the work lies
in the implementation of a methodology for comprehensive analysis of the effectiveness of SIEM systems using
Wazuh as an example to improve the security level of information systems. The results obtained allow optimizing
the processes of monitoring, correlating security events, and responding to incidents in corporate environments.
The proposed solutions for improving detection rules and integrating additional security mechanisms can be used
in building a multi-level cyber defense system. The main tasks are to study the architecture of Wazuh, model
typical cyberattacks, analyze detection results, evaluate the effectiveness of built-in and custom correlation rules,
and draw conclusions. The results can be used to optimize cybersecurity in corporate networks, educational
programs, and audits.

Keywords: SIEM, Wazuh, attack detection, security monitoring, event correlation, incident management.
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